Sprint

12502 Sunrise Valley Dr
Reston, VA 20191

June 14, 2012

Wendy Orita

State Procurement Office

1151 Punchbow!l Street, Room 416
Honolulu, HI 96813

RE: RFP 12-006-SW Best & Final Offer
Dear Ms. Orita,

Except as modified by the changes, corrections and amendments specified herein, Sprint's original
proposal (including, but not limited to, all exceptions to the RFP contained in the original Proposal) is
hereby incorporated by reference into this Best and Final Offer and restated and affirmed.

Sprint’s original Proposal is modified and supplemented by the following items included in this
submittal:

Clarifications as covered during the Vendor meeting, including negotiated legal items as set
forth in Sprint’s 5/25/12 supplemental Vendor Discussion responses and the State AG’s
responses contained in the 6/8/12 email from SPO officer Wendy Orrita.

New Services—SIP Trunking
Additional Pricing

0 Sprint Port & Router Bundle Pricing
o Sprint SIP Trunking

We look forward working with you more in the near future. Please contact Public Sector Account
Manager, Kaleo Siu-Castillo at (808) 561-9219 or via email at kaleo.s.siu-castillo@sprint.com if you
have any questions.

Sincerely,

Kanon Lorgl

Karen Kezele
Group Manager - Proposal Development
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Disclosure Statement — Sprint

Sprint’s responses are submitted to allow the Customer to evaluate Sprint’s ability to meet your communications
needs. Since many RFP’s set forth broad requirements that may change during the proposal and negotiation
process, Sprint agrees its proposal responses may be used in the preparation of a contract between the parties,
however, Sprint does not agree that the RFP and our response will be part of a final contract in whole or in part. If
selected, Sprint agrees to offer and negotiate commercially reasonable terms. Given the regulated requirements
of Sprint's telecommunication products and services, as well as the unique technological characteristics inherent
in its products and services, Sprint's experience is that the parties will mutually agree to a final agreement more
quickly and easily by using telecommunication specific terms as a baseline for developing the contract. Sprint
reserves the right to review all terms and conditions to be included in any final contract resulting from this
process.

Disclosure Statement — Sprint

This proposal is provided in response to requirements of SPO and may include trade secrets or confidential or
financial information that is exempt from disclosure under the Freedom of Information Act, 5 U.S.C § 552, and
other applicable law, and shall not be duplicated, used, or disclosed — in whole or part — for any purpose other
than to evaluate this proposal. If, however, a contract is awarded to this offer or as a result of — or in connection
with — the submission of this data, of SPO shall have the right to duplicate, use or disclose the data to the extent
provided in the resulting contract. This restriction does not limit of SPO’s right to use information contained in this
data if it is obtained from another source without restriction. The data subject to the restriction are contained on
sheets annotated with a restrictive legend.
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SECTION TWO - TECHNICAL
REQUIREMENTS 2.2 QUALIFICATIONS

221

2.2.1.1 First sentence in reply. Sprint’s response indicates that the BTSA “...provides most
post-installation trouble management...” Who provides the rest, the IPS?

SPRINT RESPONSE: Other agencies may need to be involved to resolve an issue. BTSA may
escalate to a higher Tier or engage a vendor (i.e. Cisco) for more complex troubleshooting and
resolution.

Section “Trouble Reporting and Escalation”. The participating agencies will initiate trouble
calls as individual agencies. Is this a problem? Is there a limit on who can call or the number of
Internet accounts that can be created?

SPRINT RESPONSE: No as long as they are authorized by the State of Hawaii.

2.2.1.2 Stated compliance is unclear as the response does not clearly state that technicians will
be deployed onsite. In addition, the last sentence in the response states “For NMS Complete
customers the following alarm aging policy is used.” What is “NMS Complete”? No aging
policy is shown.

SPRINT RESPONSE: Sprint will have a remote out of band connection for the equipment on site.
Sprint dispatches a technician on site if the remote management or control is not resolving the issue
and a technician is needed on site.

The Aging policy is as follows:

Sprint WAN: 11 minutes, and/or 6 alarms in an hour
MPLS Carrier Partner: 11 minutes, and/or 6 alarms in an hour
3rd Party w LOA: 11 minutes, and/or 6 alarms in an hour
WWAN Access: 45 minutes, and/or 6 alarms in an hour

2.2.1.3 Response acceptable/acknowledged

2.2.1.4 Response acceptable/acknowledged

2.2.2
2.2.2.1 Please provide applicable availability or respond directly.

SPRINT RESPONSE: Attached is the SLA document. Page 3, Table 2 state 99.90% availability for a
site without redundancy and 100% for a site with redundancy.

2.2.3
2.2.3.1 Response acceptable/acknowledged
2.2.3.2 Response acceptable/acknowledged

2.2.4
2.2.4.1 Response acceptable/acknowledged 2.2.5

2.2.5.1 Response acceptable/acknowledged
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2.3 TELECOMMUNICATION SERVICES

231

2.3.1.1 Clarify whether Sprint provides both layer 2 and layer 3 services. Explanation is some
what confusing.

SPRINT RESPONSE: Only Layer 3

2.3.1.2 Item 1 does not involve encryption. Item 2's response is not consistent in the context of
the question. What is the Sprint Managed VPN service, this does not appear to be offered as a
service. Response is “Comply” but the explanation is consistent with a “Does Not Comply”.

SPRINT RESPONSE: Section 1.6 from RFC 4364 states:

SPRINT 6/14/12 RESPONSE “ VPNs of the sort being discussed here, even without making use of
cryptographic security measures, are intended to provide a level of  security equivalent to that
obtainable when a layer 2 backbone (e.g., Frame Relay) is used. That is, in the absence of
misconfiguration or deliberate interconnection of different VPNs, it is not possible for systems
in one VPN to gain access to systems in another VPN. Of course, the methods described herein
do not by themselves encrypt the data for privacy, nor do they provide a way to determine
whether data has been tampered with en route. If this is desired, cryptographic measures must
be applied in addition.”

Sprint Global MPLS is a private network and complies with RFC 4364. In addition to Sprint’s
compliance with RFC 4364, Sprint has all of the virtual links within the MPLS network tunneled
through an L2TP tunnels adding to the security of the virtual route forwards (VRFs) and the customer
MPLS networks. In addition, Sprint MNS can implement additional encryption router to router if
needed.

Sprint Managed VPN is a different service from the MPLS service and can provide a design that is
based on Internet and IPSec VVPNEs.

2.3.1.3 Response acceptable/acknowledged

2.3.1.4 Response is not in context of the question. The requirement is meant to specify that all
services identified shall be able to terminate into a broadband Ethernet circuit. For example if
Sprint is offering Frame Relay service, it must be able to terminate a Frame Relay circuit into
the broadband Ethernet circuit.

SPRINT RESPONSE: Sprint offers WAN services using Ethernet circuits when available and time
division multiplexing circuits where ethernet is not available. Ethernet is not available as a method to
deliver the service at every location. Frame Relay cannot coexist on the same circuit as Ethernet.

Sprint does deliver the circuit on the services to the LAN side of the network on Ethernet.

2.3.1.5 The state has a large base of Cisco routers and Layer 3 switches utilizing EIGRP. Is
EIGRP supported?

SPRINT RESPONSE: Yes. EIGRP is supported (SPRINT 6/14/12 RESPONSE). BGP is preferred as it
offers access to other services such as SIP services and others. Sprint is able to implement EIGRP on
the LAN and BGP on the WAN and mutually redistribute between the two routing protocols. This
option would provide the State of Hawaii the ability to keep using EIGRP while implementing BGP in
the WAN to take advantage of other services.

2.3.1.6 Response acceptable/acknowledged
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2.3.2
2.3.2.1 Response acceptable/acknowledged

2.3.2.2 Response acceptable/acknowledged
2.3.2.3 Response acceptable/acknowledged
2.3.3

2.3.3.1 Response acceptable/acknowledged
2.3.3.2 Response acceptable/acknowledged
2.3.3.3 Response acceptable/acknowledged
2.3.3.4 Response acceptable/acknowledged
2.3.4 Response acceptable/acknowledged
2.3.5

2.3.5.1 Response acceptable/acknowledged
2.3.5.2 Response acceptable/acknowledged
2.3.5.3 Response acceptable/acknowledged

2.3.5.4 Response acceptable/acknowledged

2.3.6 Please be prepared to explain the proposed services in greater detail.

SPRINT RESPONSE: Acknowledged
SPRINT 6/14 RESPONSE. REFERENCE MPLS MAP IN APPENDIX A.

ADDITIONAL OTHER SERVICES

SIP Trunking Overview

Sprint Session Initiation Protocol (SIP) Trunking is a comprehensive nationwide network-based
trunking service designed to provide a complete voice and data solution. SIP Trunking includes a full
range of services including local, long distance, and wireless integration, providing Public Switched
Telephone Network (PSTN) access from larger aggregated telephony data center locations via their
data communications network.

Sprint offers SPO this solution for connecting multiple sites without the added expense of costly local
PBX Trunking. Sprint SIP Trunking uses Voice over Internet Protocol (VolP) technology to transmit
voice conversations over the Internet Protocol (IP) network. This means sending voice information in
digital form in discrete packets rather than in the traditional circuit-committed protocols of the PSTN.
SIP Trunking leverages the Sprint Global MPLS network to converge voice and data communications
over a single IP connection.

Sprint VolP is NOT Voice over the Internet

While some companies allow “free” or “low cost” Internet calling, they are not offering a reliable,
secure, carrier grade voice service. Sprint SIP Trunking uses the Sprint private network entirely for
site-to-site calls and specific peering points for PSTN connectivity.

SIP Trunking is a converged IP service using Sprint’s secure Global Multi-protocol Label Switching
(Global MPLS) Service that delivers all telecommunication services over a single access to circuit to
the aggregated trunking location. It combines data and voice into one solution for SPO.
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The following illustration depicts the convergence of voice and data traffic over the same Sprint
Global MPLS connection.
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Traditional

Sprint SIP Trunking allows businesses with IP Call Gateway boxes or IP-PBXs to extend the benefits
of VolIP convergence from their Local Area Network (LAN) to the Secure Wide Area Network
(WAN) and ultimately to the PSTN. It virtually eliminates the need for expensive TDM gateways and
trunks and helps to increase network efficiencies and cost-savings by converging voice and data traffic
on the SPO WAN. In addition to these benefits, the Sprint SIP Trunking solution is specifically
designed to meet the needs of the distributed enterprise, allowing multiple locations to connect over
the shared network VolP trunks to the PSTN while preserving local telephone numbers, calling plans,
and 911 services.

How it Works

Sprint SIP Trunking service allows enterprises to use their Sprint GMPLS WAN connection for local
and long distance voice services, thus leveraging their existing IP PBXs and voice gateways. SIP
Trunking capabilities available over the converged data access circuit include:

Local voice services to all locations (including Enhanced 911 and Local Number Portability)
Worldwide long distance voice termination service from US locations

Enterprise data services

Support for IP-PBXs and Voice Call Gateways from top vendors

Sprint Mobile Integration and Managed Network Services for a complete solution

SIP Toll Free capability leverages the SIP Trunking infrastructure to terminate 8XX calls

Differentiators
Sprint SIP Trunking service provides two architectural capabilities not found with other service
providers.

Sprint MPLS transport network provides extra security via a private VPN.

Sprint Mobile Integration (SMI) can be included to allow VolIP traffic to pass between fixed
and mobile phones to create a seamless user experience.

Sprint has the IMS infrastructure to offer this unique integration capability. As an example, all
transport from various locations is either IP based or wireless using the Sprint network. A single
access data circuit eliminates the need for many separate voice and data circuits. Sprint Mobile
Integration solutions offer out of office connectivity.
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The Sprint MPLS network is the basis for a secure VPN transport. Sprint owns the SIP Trunking
service end to end and is your single point of contact for all customer management activities such as
ordering, billing, provisioning and service assurance.

As part of the end-to-end solution, Sprint provides relevant portions of the entire SIP Trunking
offering:

Industry standard VolP switching platform on the Sprint Global MPLS backbone network
routing all SIP Trunking customer calls to and from the PSTN.

Complete voice service solution that includes Emergency E911 services, Operator Services,
Directory Assistance and all local and long distance voice capabilities.

SIP Trunking provides SPO survivability with redundant routing options available through two
geographically separated data centers. SPO can ensure their communication with the outside world
continues during many types of localized disasters or outages since your phone service is now within
the network rather than at a physical location; reducing dependency on expensive local access.

SIP Trunking offers SPO a SIP trunk that allows one simultaneous voice call path for PSTN
connectivity. Trunks provide call paths for daily calls, redundancy and seasonal traffic.

2.4 MANAGED SERVICES
2.4.1 Response of “Does Not Comply” noted

2.4.2 Response acceptable/acknowledged
2.5 PROVIDER NETWORK
2.5.1 Response acceptable/acknowledged

2.5.2
2.5.2.1 Response acceptable/acknowledged

Page 7



Sprint

SOH BAFO June 2012

2.5.2.2 Response acceptable/acknowledged

2.5.2.3 Response acceptable/acknowledged

253

2.5.3.1 Response acceptable/acknowledged
2.5.3.2 Response acceptable/acknowledged
2.5.3.3 Response acceptable/acknowledged
2.5.3.4 Response acceptable/acknowledged
2.5.3.5 Response acceptable/acknowledged
254

2.5.4.1 Response acceptable/acknowledged
2.5.4.2 Response acceptable/acknowledged
2.5.4.3 Response acceptable/acknowledged
2.5.4.4 Response acceptable/acknowledged
255

2.5.5.1 Response acceptable/acknowledged
2.5.5.2 Response acceptable/acknowledged
2.5.5.3 Response acceptable/acknowledged
2.5.6

2.5.6.1 Response acceptable/acknowledged
2.5.6.2 Response acceptable/acknowledged
2.5.6.3 Response acceptable/acknowledged
2.5.6.4 Response acceptable/acknowledged

2.5.7 Response acceptable/acknowledged

2.6 NETWORK PERFORMANCE & SERVICE LEVELS

2.6.1 Please identify applicable availability or respond directly.

SPRINT RESPONSE: Please refer to the SLA document. Table 2 on Page 3.(SPRINT 6/14/12

RESPONSE)
2.7 TERMS

2.7.1
2.7.1.1 Response acceptable/acknowledged

2.7.1.2 Response acceptable/acknowledged

Page 8



Sprint SOH BAFO June 2012

2.8 BILLING

2.8.1
2.8.1.1 Response acceptable/acknowledged

2.8.2

2.8.2.1 Response acceptable/acknowledged
2.8.2.2 Response acceptable/acknowledged
2.8.2.3 Response acceptable/acknowledged
2.8.2.4 Response acceptable/acknowledged

2.8.2.5 Explain what is meant by “... our billing system does not currently provide the location
billing number on the invoice”

SPRINT RESPONSE: Sprint can insert a billing number or some dept, reference in the mailing
address, to help the agencies identify the end user.

2.8.2.6 Response acceptable/acknowledged

2.8.3 The verbiage cannot be changed because the identified condition is part
of State law.

SPRINT RESPONSE: Sprint withdraws its exception to this item and changes its response to
COMPLY.

2.8.4 Response acceptable/acknowledged
2.9 CUSTOMER SERVICE

2.9.1
2.9.1.1 Response acceptable/acknowledged

2.9.1.2 Response acceptable/acknowledged

2.9.1.3 This section was omitted in Amendment
2.9.1.4 Response acceptable/acknowledged

2.9.15

2.9.1.5.1 Response acceptable/acknowledged
2.9.1.5.2 Response acceptable/acknowledged
2.9.1.5.3 Response acceptable/acknowledged
2.9.1.5.4 Response acceptable/acknowledged
2.9.2

2.9.2.1 Explain response, especially 1st paragraph.
SPRINT 6/14/12 RESPONSE: COMPLY. Sprint can provide reports in several ways.

One of which is via our service called FONVIEW. FONVIEW provides an electronic invoices as well
as reports. With FONVIEW, the State and its agencies can choose one of (2) Options.

1. FONVIEW + detailed paper invoice for $25 MRC
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2. FONVIEW only for $10 MRC. The customer will still receive a paper remittance and summary
statement (details are suppressed) as the legal invoice from Sprint.

2.9.2.2 Response acceptable/acknowledged

2.9.2.3 Response acceptable/acknowledged

2.9.3

2.9.3.1 Please point out pages where this can be found.
SPRINT RESPONSE: Table 2 on page 3

2.9.3.2 Please point out pages where this can be found.

SPRINT RESPONSE: Section 7 on page 12

2.10 IMPLEMENTATION / MIGRATION PLAN

2.10.1 Response acceptable/acknowledged
2.10.2 Response acceptable/acknowledged
2.10.3 Response acceptable/acknowledged

2.10.4 Response acceptable/acknowledged

2.11 IMPLEMENTATION / MIGRATION PLAN

2.11.1 Response acceptable/acknowledged

2.11.2 Response acceptable/acknowledged

2.12 TRANSITION PERIODS

2.12.1 Response acceptable

2.12.2 Response acceptable/acknowledged

2.13 OTHER CHARGES

2.13.1 Response acceptable/acknowledged

2.13.2 Response acceptable/acknowledged

2.13.3
2.13.3.1 Exception noted

2.13.3.2 Explain response and the meaning of “third party liability”.
SPRINT RESPONSE: Third Party Liability — Any liabilities imposed on Sprint by third

parties, such as a Local Exchange Carrier (“LEC”) or PTT, as a result of Customer’s early
termination. This is set forth in Sprint’s response to 2.13.3.3 (specifically paragraph A(3))

2.13.3.3 Response does not include a response on “Comply”, “Does Not Comply” or
“Exception”. Response does not answer the stated question directly.

SPRINT RESPONSE: COMPLY. Clarification will be provided in the BAFO similar to response
provided in the interview

SPRINT 6/14 RESPONSE: COMPLY.
1°: Sprint amends the original General Liability section to read :
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(2) General Liability. A lump sum equal to (a) 50% of the applicable monthly charges for the Service
multiplied by the number of months remaining in the first year of the initial term, plus (b) 25% of the
applicable monthly charges multiplied by the number of months remaining in the initial term after the
first year, plus (c) a pro rata amount of any waived installation charges, based on the number of
months remaining in the applicable minimum Order Term, less (d) amounts paid, if any, for early
termination of either Ethernet or DS3 or greater bandwidth access under subsection (1) above; and

Termination Fee Percentage is described in item (2) General Liability of Sprint Response. 50% of
applicable monthly charges multiplied for remaining months in year 1 + 25% of applicable monthly
charges for the remaining months to complete 3yr or 5 yr term + any prorated waived installation
charges for the order term.

Example: If Applicable Monthly Charge is $500 and termination happens in the 9" month of the term

3 Months x $250 ($500 x 50% or .50) =$750
24 months x $125 ($500 x 25% or .25) =$3000
27 months of the $6000 waived Installation Fee =$4500

2.13.3.4 Response is “Comply” but explanation is consistent with “Does Not Comply” or
“Exception”.

SPRINT RESPONSE: COMPLY, subject to the explanation and terms/conditions set forth in Sprint’s
Proposal response.

2.13.5 Response acceptable/acknowledged.

2.13.6 No response to this section was provided. This section was added in Addendum 2.
SPRINT RESPONSE: Clarification will be provided in the BAFO similar to response provided in the
interview.

SPRINT 6/14/12 RESPONSE: COMPLY; the Sprint services provided in this RFP are as noted in
submitted RFP pricing sheets. With Sprint Provided Access, Sprint will bring the circuit to the
Customer MPOE, Minimum Point of Entry. If more wiring is needed, this will be a customer
responsibility. If special construction for access is needed, this cost will be passed on the customer

2.14 CLIENT EXPERIENCE, REFERENCES, AND LICENSES

2.14.1 Response acceptable/acknowledged

2.14.2 Response acceptable/acknowledged
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SECTION FIVE - SPECIAL PROVISIONS

The information below is based on comments from the State of Hawaii, Department of the
Attorney General

5.3 OVERVIEW OF THE RFP PROCESS

Q. Response not acceptable. See section 5.6

SPRINT RESPONSE: Sprint modifies its response as follows: COMPLY, subject to the condition that
all intellectual property rights in CONTRACTOR’s proposal materials remain in and/or are assigned
to CONTRACTOR.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK w/ Sprint's comments- sections
5.3(Q); 5.17; 5.25 (I'm OK w/ cap on liquidated damages, up to SPO and ICSD if cap is $5000 a
month as proposed by Sprint); 5.28.

5.17 PROPOSAL AS PART OF THE CONTRACT
Response not acceptable in part because it’s already covered in section

5.6. The last sentence “All intellectual property....” is acceptable.

SPRINT RESPONSE: Sprint modifies its response as follows: COMPLY, subject to the condition
that all intellectual property rights in  CONTRACTOR’s proposal materials remain in and/or are
assigned to CONTRACTOR.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK w/ Sprint's comments- sections
5.3(Q); 5.17; 5.25 (I'm OK w/ cap on liquidated damages, up to SPO and ICSD if cap is $5000 a
month as proposed by Sprint); 5.28

5.23 SALES REPORTS Response acceptable

5.25 LIQUIDATED DAMAGES

Response not acceptable. Note last sentence in the section “Liquidated damages can be
avoided where the State and the Contractor mutually agree to arevision in the schedule.”

SPRINT RESPONSE: Sprint renews its exception to this requirement and requests the opportunity to
discuss this item with the State. Sprint requires some reasonable cap or limitation on the total amount
of liquidated damages that can be assessed. Additionally, Sprint requests confirmation/clarification
from the State that liquidated damages can only be assessed for missed initial installation/activation
deadlines, and not for future outages. Sprint assumes future outages are governed by the SLA
requirements.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK w/ Sprint's comments- sections
5.3(Q); 5.17; 5.25 (I'm OK w/ cap on liquidated damages, up to SPO and ICSD if cap is $5000 a
month as proposed by Sprint); 5.28

5.26 CONTRACT MODIFICATIONS - UNANTICIPATED AMENDMENTS
Modifications acceptable
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5.28 GOVERNING LAW: COST OF LITIGATION

Response is not acceptable as stated. Modification to section is acceptable if the following is
added to the last sentence in the section “provided such costs and expenses are not incurred
or imposed as a result of a lawsuit between Sprint and the State where the State is at fault.”

SPRINT RESPONSE: Sprint modifies its response as follows: COMPLY, subject to the following
agreed upon language being inserted at the end of this provision: “provided such costs and expenses
are not incurred or imposed as a result of a lawsuit between Sprint and the State where the State is at
fault.”

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK w/ Sprint's comments- sections
5.3(Q); 5.17; 5.25 (I'm OK w/ cap on liquidated damages, up to SPO and ICSD if cap is $5000 a
month as proposed by Sprint); 5.28

5.32 CONFLICTS OF INTEREST Response acceptable

5.33 WAIVER
Response acceptable

Page 13



Sprint SOH BAFO June 2012

AG General Conditions

2(c)Response not acceptable

SPRINT RESPONSE: Sprint may be willing to remove its exception to this requirement contingent
upon the outcome of the parties’ discussion and the State’s willingness to agree to other
exceptions/clarifications proposed by Sprint. Sprint requests the opportunity to discuss this item with
the State. Sprint requests that resolution of this item be deferred until the end of negotiations with the
State AG office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK to discuss later

2(d) Response not acceptable

SPRINT RESPONSE: It is Sprint’s position that the language in this provision is overly broad in its
statement that Contractor shall be responsible for all applicable taxes. This is in conflict with the RFP
pricing procedures which allow Sprint to pass through certain types of taxes to the State. Sprint
requests the opportunity to discuss options for clarifying this apparent in conflict during discussions
with the State AG office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: Suggest that RFP controls over 2(d)

6 Response acceptable
7 Response not acceptable

SPRINT RESPONSE: Sprint may be willing to remove its exception to this requirement contingent
upon the outcome of the parties’ discussion and the State’s willingness to agree to other
exceptions/clarifications proposed by Sprint. Sprint requests the opportunity to discuss this item with
the State. Sprint requests that resolution of this item be deferred until the end of negotiations with the
State AG office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: Agree to their version (from
Sprint's earlier comments, on p. 70)

8 Response not acceptable. It applies when the State is not a fault.

SPRINT RESPONSE]: Sprint withdraws its exception to this item and changes its response to
COMPLY.

12.a(2) Response acceptable

12.b(2) Response acceptable

12.c Response acceptable

13.a Response acceptable

13.c Response not acceptable. Payment for re-procurement costs should be included.

SPRINT RESPONSE: Sprint may be willing to remove its exception to this requirement contingent
upon the outcome of the parties’ discussion and the State’s willingness to agree to other
exceptions/clarifications proposed by Sprint. Sprint requests the opportunity to discuss this item with
the State. Sprint requests that resolution of this item be deferred until the end of negotiations with the
State AG office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK to discuss later
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14.c Response acceptable
14.d.(3)(B) Response not acceptable

SPRINT RESPONSE: Sprint withdraws its exception to this item and changes its response to
COMPLY.

17.c Response not acceptable. Required by HRS 103-10.5

SPRINT RESPONSE: Sprint withdraws its exception to this item and changes its response to
COMPLY.

20.b Response acceptable

26 Response acceptable

28 Response acceptable if the following underlined text is added to the

last sentence of Sprint’s response “... shall be subject to prior approval by CONTRACTOR,
which approval shall not be unreasonably withheld, and may be required at CONTRACTOR’s
sole discretion....”

SPRINT RESPONSE: Sprint agrees to incorporate the edit proposed by the State.
6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK to their language (from 6/25)

32 Response acceptable

33 Response acceptable if “enforceable in the United States” is removed from the first
sentence.

SPRINT RESPONSE: Sprint agrees to incorporate the edit proposed by the State.

42.b.(4)Response acceptable

42.c.(2) Response acceptable
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Additional Terms and Conditions

1 Response acceptable

2 Response acceptable
3(a)A Response acceptable
3(a)B Response acceptable
3(a)C Response acceptable
3(b)A Response acceptable
3(b)B Response not acceptable

SPRINT RESPONSE: The purpose of this provision is merely to clarify that where services are not
dollar denominated but rather offered as a discount, the price for such services will be determined at
the time of purchase. Sprint requests the opportunity to discuss in further detail with the State AG
office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: ISCD-OK to their language

3(c) Response not acceptable unless the last sentence is omitted “The amount of the fees and
charges imposed may vary, Sprint may impose additional charges or surcharges....”

SPRINT RESPONSE: Sprint respectfully renews its request that this provision be incorporated into
the final contract. It is standard in the telecom industry to have a rate structure that is supplemented by
surcharges and administrative fees. Surcharges and administrative fees can vary based on third party
actions (e.g., government regulation or access provider rate changes) that are outside of Sprint’s
control.

Sprint is amenable to cross referencing the notice requirements of Section 2.13.4 in this section. Sprint
requests the opportunity to discuss in further detail with the State AG office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: ISCD-OK to their language

3(d)A Response acceptable

3(d)B Response acceptable

3(d)C Response acceptable

4(a) Response acceptable

4(b)Response acceptable

5 Response acceptable

6(a)Response acceptable

6(b)Response acceptable

6(c)Response acceptable

7 Responses acceptable except 7(b)C which requires further explanation of “Traffic

Pumping/Access Simulation”.

SPRINT RESPONSE: Sprint agrees to remove this provision.
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8 Response acceptable

9 Response acceptable except for 9(d) unless the following is added to the first sentence
"Except as provided in the AG General Conditions, paragraph 7, Sprint is not responsible for.

SPRINT RESPONSE: Sprint respectfully disagrees with incorporating the State’s requested edit. The
items identified in 9(d) are all actions that are within the sole control of the State and for which Sprint
should not be liable. Making this provision subject to Paragraph 7 of the AG General Conditions
would create the possibility that Sprint would have to indemnify the State for the State’s violation of
contract requirements. Sprint requests the opportunity to discuss in further detail with the State AG
office.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: OK to their language (from Sprint's
earlier comments p. 77)

10 Response acceptable
11 Response acceptable

12 Responses acceptable except for 12d)i)(1) and (2). Explain in greater detail if the State is
responsible for the circuit charges remaining on term if it terminates prior to the end of the
term.

SPRINT RESPONSE: Sprint respectfully renews its request to incorporate these provisions. However,
Sprint proposes reducing the General Liability penalties as highlighted below.

Repayment.

i) Certain wireline Products and Services may be priced based on a minimum Order Term, which may be
identified as an “Order Term,” “Access Term Plan,” or similar language as listed in the applicable pricing
Attachment. If STATE terminates an Order in whole or in part, before expiration of the Order Term (unless due
to Sprint’s material failure), or if Sprint terminates an Order under a termination right provided to Sprint under
this Agreement, then STATE will pay the following early termination charges, which represent Sprint’s
reasonable liquidated damages and not a penalty:

Access Orders. A lump sum equal to (a) the applicable monthly charges for any DS3 or greater dedicated access
or any level of Ethernet access, multiplied by the number of months remaining in the Order Term, plus (b) a pro
rata amount of any waived installation charges, based on the number of months remaining in the applicable
minimum Order Term; and

General Liability. A lump sum equal to (a) 50% of the applicable monthly charges for the Service multiplied by
the number of months remaining in the first year of the initial term, plus (b) 25% of the applicable monthly
charges multiplied by the number of months remaining in the initial term after the first year, plus (c) a pro rata
amount of any waived installation charges, based on the number of months remaining in the applicable minimum
Order Term, less (d) amounts paid, if any, for early termination of either Ethernet or DS3 or greater bandwidth
access under subsection (1) above; and

Third Party Liability. Any liabilities imposed on Sprint by third parties, such as a Local Exchange Carriers
(“LEC”) or PTTs, as a result of STATE’s early termination.

6/8/12 Email from SPO officer Wendy Orita, AG COMMENTS: ICSD-OK to their language

13 Response acceptable
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SIP Trunking

Technology Category

Other Services: SIP Trunking NRC MRC
SIP Trunk $ 25.00 $25.99
Long distance off-net per minute of use $0.020
Telephone # $0.25

Technology Category
Other Services: SIP -Toll FREE service NRC MRC
SIP Toll Free Trunk (per trunk) $ 25.00 $18.95
SIP Toll Free — Interstate (per minute of use) $0.021
Toll Free # (per #) $2.00
National Toll Free Directory Listing (per listed #) $15.00

SIP Trunking Components and Pricing

Components

Sprint SIP Trunking service is made up of several components to provide the capability including SIP Trunks,
Telephone Numbers (TNs) and Usage.

SIP Trunks

SIP Trunks provide an individual call path for each call required simultaneously during the busiest hour of the month,
known as “simultaneous call path”. Telephone numbers are specific to the location where calls are placed or accepted.
SPO will add or port the numbers required for all locations using the SIP Trunking service.

SIP Trunks provide SPO one virtual simultaneous call path between your call gateway (IP-PBX) and the PSTN over
your MPLS network. Several call paths will be required to accommodate your busiest hour period during the month for
daily calling as well as consideration for seasonal or backup overflows. SIP Trunks characteristics include:

Call paths share daily voice traffic with all enterprise locations




Allows low cost hot stand-by active call path to the PSTN to support seasonal overflow and reliable backup

Provides secondary path to Sprint’s alternate SIP Trunking facility

Provides call path for all domestic local and long distance inbound or outbound toll traffic including International
termination

Billed as an NRC and MRC

Telephone Numbers
Telephone Numbers provide SPO an individual or blocks of ported or new telephone number(s). The Telephone

Niimhar nravidac:

International inbound or outbound toll terminations on a usage basis.

Domestic Directory Assistance on a per-call basis and per-usage basis for calls that are terminated using the
service.

Domestic and International Operator Services on a per-call basis and per-usage basis for calls that are terminated
using the service. International OS requires a credit card for billing purposes.

E911 capability where the service can be provided.

711 (TeleRelay Services).

Pricing Structure
The Sprint SIP Trunking pricing structure includes a monthly and non-recurring charge for each SIP Trunk and Usage
Charges for premium calls. The service includes:

Unlimited Local and Inbound — all outbound intra-lata local calls and all call received inbound are automatically
included with the monthly Trunk charge

All domestic and international Long Distance calling is metered

International Call Usage Charges — International calls are referenced on a per minute basis but billed per 18 second
initial minute and an incremental 6 second increment on a per country basis

Pricing Structure
The Sprint SIP Trunking pricing structure includes a monthly and non-recurring charge for each SIP Trunk and Usage
Charges for premium calls. The service includes:

Unlimited Local and Inbound — all outbound intra-lata local calls and all call received inbound are automatically
included with the monthly Trunk charge



All domestic and international Long Distance calling is metered

International Call Usage Charges — International calls are referenced on a per minute basis but billed per 18 second
initial minute and an incremental 6 second increment on a per country basis

Operator Services Charges (OS) — calls are billed separately with per call and per minute usage charges.
International OS calls require a major credit card for billing purposes

Directory Assistance Charges (DA) — charges are billed separately with per call charges for up to two telephone
number requests. If calls are terminated using this service then separate usage charges will apply

Burstable SIP Trunking — optional service allowing additional, concurrent calls up to 25% above the configured
total SIP Trunks. Burstable calls are billed separately with a per call charge. Metered rates still apply to Long Distance
calls

*these are the main SIP pricing compnents. Prices do not include Taxes and ancillary charges



Port & Router--Dedicated Internet

Technology Category
Point to Point-Dedicated ISP/ Router

3 Year Agreement

NRC
Installation | Discount %| Total
T1/1921 Base $ 2,000.00 [$ 100.00 | $ -
3M Mmb/2901 Base $ 2,000.00 | $ 100.00 | $ -
6M Mmb/2901 Base $ 2,000.00 [$ 100.00 | $ -
12M FDS3/3925 Base $ 6,000.00 | $ 100.00 | $ -

List Price
$ 1,000.00
$ 1,300.00
$ 2,900.00
$ 3,600.00

Discount %
78

67.69
76.55
41.66

Total Price
$ 220.00
$ 420.00
$ 680.00
$1,500.00

Presented are the most requested speeds. Other bandwith bundles are avaialble upon request
All Bundles Include: Cisco Router, Shipping & Professional Installation (does not include configuration) and Smartnet for the Term

Cisco Router Specs in these bundles are as follows:

1921 Base

Cisco 1921 Series Router, T1/Fractional T1 CSU/DSU WAN Interface Card

Cisco Cable AC Power Cord

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term

T1 2901 IP Base w/ DSU

Cisco 2901 Series Router, T1/Fractional T1 CSU/DSU WAN Interface Card

Cisco Cable AC Power Cord

Cisco 2901 AC Power Supply

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term

3925 Base

Cisco 3925 Series Router

One port T3/E3 Network Module Adapter for SM Slot

Cisco 3925 Fan Assembly

Cisco Cable AC Power Cord

Cisco 3925 AC Power Supply

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term




Port /Router--MPLS

Technology Category
Other Services: MPLS

3 Year Agreement

NRC
Installation | Discount %| Total
T1/1921 Base $ 2,000.00 [$ 100.00 | $ -
3M Mmb/2901 Base $ 2,000.00 | $ 100.00 | $ -
6M Mmb/2901 Base $ 2,000.00 [$ 100.00 | $ -
12M FDS3/3925 IP Base $ 6,000.00 | $ 100.00 | $ -

List Price
$ 1,040.00
$ 2,050.00
$ 3,880.00
$ 6,390.00

Discount %
78.8

79.02
82.47
76.53

Total Price
220

430

680

1500

Presented are the most requested speeds. Other bandwith bundles are avaialble upon request
All Bundles Include: Cisco Router, Shipping & Professional Installation (does not include configuration) and Smartnet for the Term

Cisco Router Specs in these bundles are as follows:

1921 Base

Cisco 1921 Series Router, T1/Fractional T1 CSU/DSU WAN Interface Card

Cisco Cable AC Power Cord

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term

T1 2901 IP Base w/ DSU

Cisco 2901 Series Router, T1/Fractional T1 CSU/DSU WAN Interface Card

Cisco Cable AC Power Cord

Cisco 2901 AC Power Supply

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term

3925 Base

Cisco 3925 Series Router

One port T3/E3 Network Module Adapter for SM Slot

Cisco 3925 Fan Assembly

Cisco Cable AC Power Cord

Cisco 3925 AC Power Supply

ZyXEL 56k Omni Analog Modem, Modem Cable

Cisco SMARTnet CPE Same Day Maintenance for a term equal to the Bundle term




Appendix A

Sprint Global MPLS Network




Sprint Global MPLS Network

SIP Services: Secure Internet Access:
- Waice services Secured access to the Internet via
- Long distance the MPLS netwaork

- Toll free
- International 51P services
- Muobile integration

- Conferencing services
- Hosted voice services.

Secure Remote Access:

VPN access via the MPLS network
¥ Tunnel Access:

IPSec tunnel from Internet access
to the MPLS network

Sprint Voice
Network

Sprint IP (SprintLink)
Netwaork

Secure Internet

SIP Gateway Gateway

Sprint Global MPLS
Network

Security and
protection services:
- Web filter

= Wirus protection

- Messaging
protection

Datalink Gateway

Access types:

- D5L, TOM, and Ethernet print Wireless Network

Bandwidth: 3G/46

- 56 kbps to 10 ghps

Options: Datalnk:

- Single or multi VRF Private wireless connection

- Static, EIGRP, O5PF, or BGP restricted only to the customer’s
- Class of Sarvice network. Any access beyond that
- Managed or unmanaged is only authorized through the
network customer’'s network

- Multicast

- IPw4 and IPvG

- Domestic and international
presence
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Sprint

12502 Sunrise Valley Dr
Reston, VA 20191

March 28, 2012
Wendy Orita
State Procurement Office
1151 Punchbow! Street, Room 416
Honolulu, Hawaii 96813

Dear Ms. Orita,

Sprint has a strong history of providing integrated network and wireless products and services that are
developed specifically to meet the operational needs of the Public Sector. These customizable integrated
solutions enable public sector agencies to communicate across jurisdictions no matter what task they are
working — enforcing the law, extending public services, maintaining infrastructure, or ensuring continuity
of government in time of crisis.

Our innovative network and wireless solutions help public sector agencies to increase flexibility,
collaboration and productivity for government agencies and to provide economic and social growth
potential for their communities.

State and Local Government Agencies — Improve public services and fiscal accountability with
accurate mobile data capture by utilizing the latest mobile technology to maintain local
infrastructure for constituents while balancing budgets

Continuity of Government - Utilize the latest in mobile technology to resume business after a
disruptive event

Law Enforcement/Emergency Response— Heighten emergency readiness, safety and security
with the ability to easily capture access and compare relevant data to make fast., informed
decisions in time of crisis

As a major global carrier of network IP traffic, a recognized leader in nationwide 3G wireless, the first
national carrier providing 4G wireless services, he ability to offer a variety of machine-to-machine (M2M)
devices and the country’s premier provider of push-to-talk, featuring Sprint Direct Connect which offers
interoperability between Sprint PTT users and Nextel PTT users, with 1:1 direct connect services, Sprint
offers The State of Hawaii, State Procurement Office (SPO) secure, reliable, productivity-enhancing
mobility solutions.

Furthermore, Sprint offers flexible billing and reporting capabilities to meet your accounting needs, with
multiple options for both receiving invoices and payment of bills. With a variety of account management
tools, the SPO can access and organize account information easily.

We look forward to supporting your needs in the future and continue to build a relationship focused on
providing high-quality services and innovative products. Please contact your Public Sector Account
Manager, Kaleo Siu-Castillo at (808) 561-9219 or via e-mail at Kaleo.S.Siu-Castillo@Sprint.com if you
have any questions. Sprint welcomes the opportunity to provide additional information to the State of
Hawaii regarding the products and services discussed within this offer.

Sincerely,

Kanon Lorgl

Karen Kezele
Group Manager - Proposal Development
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© 2011 Sprint. This information is subject to Sprint policies regarding use and is the property of Sprint and/or its
relevant affiliates and may contain restricted, confidential or privileged materials intended for the sole use of the
intended recipient. Any review, use or distribution or disclosure is prohibited without authorization. SPRINT and the
logo are trademarks of Sprint. MOTOROLA and the Stylized M Logo are registered in the US Patent and Trademark
Office. Research In Motion, the RIM logo, BlackBerry, the BlackBerry logo and SureType are registered with the U.S.
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Research In Motion Limited are used with permission. Android, Google, the Google logo and Android Market are
trademarks of Google Inc. The HTC logo, and HTC EVO are the trademarks of HTC Corporation. Other trademarks
are the property of their respective owners.

Disclosure Statement — Sprint

This proposal is provided in response to requirements of The State of Hawaii, State Procurement Office (SPO) and
may include trade secrets or confidential, proprietary or financial information that is exempt from disclosure under
applicable law, and shall not be duplicated, used, or disclosed - in whole or part - for any purpose other than to
evaluate this proposal. If, however, a contract is awarded to this offer or as a result of - or in connection with - the
submission of this data, the SPO shall have the right to duplicate, use or disclose the data to the extent provided in
the resulting contract. This restriction does not limit the SPO'’s right to use information contained in this data if it is
obtained from another source without restriction. The data subject to the restriction are contained on sheets
annotated with a restrictive legend.
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Executive Summary

Maintaining a level of connectivity is a driving force for employees and a challenge facing today’s IT
leaders. Businesses like the State Procurement Office (SPO) are often challenged to run their operations
efficiently, maintaining security for their network and devices, all while utilizing fewer resources. In
addition, the integration of new technologies to run the enterprise is a time-consuming task for IT
personnel.

For 100 years, Sprint has been a game-changing force in creating and delivering groundbreaking IP and
wireless technologies and mobility solutions. Sprint was the first carrier to build a Fiber-Optic network to
provide the clearest call quality Long distance service and evolved to a Global carrier providing Secure,
reliable Global IP network service reaching 165 countries. Sprint’s legacy of innovations and milestone
technology events are many and is listed in the qualifications section of this RFP.

Sprint now serves 93% of Fortune 500 companies and as an Environmental Leader, now ranks #3 in
Newsweek’s Top 500 Corporation “Green Rankings”. As a company believing and supporting its
community, Sprint Hawaii (formerly Long Distance USA) was established in 1983 hired all Hawaii
residence to staff Sprint position and support the Hawaii economy. With a trained and tenured staff, the
Sprint Hawaii organization includes Branch Sales Manager, Regional Consulting Solutions Engineers,
Solutions Consultant, Sales, Sales Support and Implementation Project managers. An extension of our
staff is our Network operations including fixed network and Radio Frequency operations. Because of our
Global reach, Sprint resources extent past the Hawaiian Islands. It is not un-common for the Sprint
Hawaii Team to engage our product experts throughout the Globe or to engage our National and local
Partners to meet our customers’ business objectives.

As a trusted partner, Sprint keeps the SPO on the cutting edge of technology, ensuring your business,
employees and customers are connected across the U.S. and around the world.

Objectives

Sprint’s focus in this response is to highlight how we can meet the SPO objectives with a cost-effective
solution, a tenured/extensive global account support team, and a superior global network specifically
tailored to meet your objectives including:

Increase the speed of customer responsiveness

Enhance employee productivity

Lower costs through network efficiency

Take advantage of secure remote access and connectivity

Respond quickly to changing business needs and deploy robust, real-time applications

The SPO will have the flexibility to respond to business issues and opportunities through enhanced
communications technologies while securing business-critical information and enabling employee
productivity. Through many of the benefits a Sprint solution offers, we will help you:

Build a powerful future-proof network backed by 25 years of Managed Services expertise with
flexible access options like Ethernet, DSL and wireless for maobile users

Optimize availability, utilization and performance with end-to-end Quality of Service and
Class of Service provided at no additional charge

Ensure consistent, reliable performance, including best-in-class latency/jitter, with Sprint’s
congestion-free core
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Maximize your investments and reduce uncertainty with predictable monthly pricing and a
cost effective network migration

Ensure business continuity and protect vital data at every level of the network including
cloud-based and premise-based security solutions

Efficiently deploy voice, data and video/telepresence applications nearly anywhere, anytime to
any device with global capabilities that reach 165 countries enhanced by in-country service and
support

Easily integrate applications, such as Unified Communications, Fixed Mobile Convergence and
more, with a network foundation built on Sprint Global MPLS, SIP Trunking and Sprint Mobile
Integration

Proposed Solution

Sprint’s Global Internet, Global MPLS VPN and suite of Managed Solutions provide speed, security,
resilience and security to power your network and your business and is the ideal solution for the SPO.
You will immediately benefit from Sprint’s industry leadership role and its reputation as a true
technology innovator. Sprint maintains one of the world’s largest and most reliable Internet backbones.
An industry-leading global IP network, Sprint creates a direct connection from our customer’s business
to the nearest Sprint node for one-hop access to most of the world’s Internet content. Sprint’s Dedicated
IP service provides the scalability and end-to-end performance that SPO demanda.

As the Yankee Group recently stated, MPLS VPN provides an efficient solution, especially convergence
— the integration of voice, video, data and wireless. Nemertes Research’s PilotHouse Awards echoded
this message when it awarded Sprint the Top MPLS provider (2 years running) and the Top Managed
Network Services provider in 2011.

Likewise, are you demanding enough support from your existing network provider? Sprint understands
the many hard and soft costs that can be associated with implementing, managing and maintaining a
global telecommunications network. We would like to emphasize that the following services are
provided to the SPO anywhere in the world you require and the tools we provide are designed to further
enhance your Sprint networking experience at no additional cost:

Dedicated Global Account Management Team
Class of Service (CoS)

Industry-Leading SLAS

Network Management Tools

Flexibility in Network Management and Pricing
Transparent migration of services

In contrast, many other service providers treat these additional services as “optional extras.” An
apparently low contractual cost is signed by their customers for basic services, but the real cost of
installing and operating a network soon balloons beyond the base cost. Sprint believes it is irresponsible
to treat project management as an optional extra, or to ignore the benefits that service management brings.
In addition, Sprint finds it a false economy that many of our competitors charge for CoS — the whole point
of MPLS, so why charge extra to use it?
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Dedicated Global Account Management Team

With Sprint as your transport provider, the SPO can depend on a single point of contact to deliver a
complete end-to-end networking solution and for expeditious ongoing support. This support includes:

In-Country Global Account Manager(s)
Solutions Design Engineer

Global Program Manager

Global Services Manager

Customer Lifecycle Support Manager

Augmenting the technical and financial benefits to the SPO, Sprint’s value is enhanced through our
people. Sprint will demonstrate its ability to:

Provide a tenured, knowledgeable and responsive account team with lifecycle support for
ordering, implementing and maintaining the SPO network.

Provide dedicated, experienced engineering staff that can consult on projects, including a
dedicated Solution Design Engineer, a dedicated Project Management/Implementation Manager
and on-site support resources as part of our Managed Solutions offering if requested.

Conduct operational meetings to review service performance statistics, network diversity, billing,
contract details and other miscellaneous issues.

Define specific escalation procedures and best-in-class response times.

Manage your entire network including service initialization, proactive monitoring and fault
management by employing standard and repeatable procedures and configurations that are
designed, implemented, and supported by a single provider.

Class of Service

Our flexible Class of Service solution delivers consistent performance, helping you support real time
traffic, in a cost effective manner. This is included as a standard feature with the purchase of MPLS
service — saving you money compared to other providers.

Cost remains flat regardless of application or traffic prioritization changes
Competitor CoS fees can grow significantly as your real-time application needs grow

In addition, including CoS provides our solution more inherent support of network convergence and real
time applications. This flexible solution can be complemented with Managed Services, but unlike
offerings from other providers, CoS is not tied to managed service solutions. With Sprint, The SPO can
prioritize their traffic and be assured that what is important to your business is delivered to the
destination.

Industry-Leading Service Level Agreements
Sprint provides end-to-end SLAs at no additional charge to ensure your data arrives quickly and securely.

Congestion-free network commitment backed by performance SLAs including jitter, delay,
packet loss and site availability.

Detailed and summary end-to-end reporting enables easy network performance validation
SLAs apply to all traffic including video and time-sensitive business applications
Fully flexible, global CoS profiles can be adapted to the SPO needs
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Network Management Tools

Sprint provides customer-tailored solutions by making network management optional, supporting
multiple protocols, and providing multiple access options. Sprint tools, including our best-in-class
Compass customer portal for monitoring and managing your MPLS network, is included with your MPLS
network. This tool provides the SPO with the information necessary to optimize, troubleshoot and
efficiently manage your IP-based WAN solutions with 24x7 web portal access to check the status of your
network, submit change requests, track trouble tickets, and view performance reports for your enterprise
environment.

Flexibility in Network Management and Pricing

Sprint has designed its networks from the ground up - to work well together - rather than obtaining them
through acquisition. The Sprint network foundation is unique in the industry. Our competitors have
pieces but none has the breadth and depth of network assets across all segments Sprint possesses. As a
full-service provider, Sprint has one of the industry’s most advanced IP/MPLS backbone networks.

Simplicity of Network Architecture — Sprint IP/ MPLS VPN is based on a single, unified IP
architecture. This allows the SPO to not only tap into the power of IP, such as flexible CoS and
multicasting, but also eliminates the need to stitch together and manage across various
technologies.  Sprint’s reliable and predictable network offers consistent functionality and
performance.

Cisco Powered Network — Sprint’s 100% Cisco-powered MPLS VPN has received Cisco
Powered Network (CPN) accreditation and Cisco Multi-Service Network (CMSN) accreditation.

Whether you require management of all or just a portion of your network elements (e.g., network
transport, routers, wireless modems, VPN gateways, switches, hubs, servers, applications, CSU/DSUs,
firewalls, and intrusion detection), Sprint has the right solution for you. MNS packages are network-
agnostic and can support any Sprint or third party transport services.

Sprint offers a comprehensive, life-cycle approach to your managing your networks which will save you
time, money and help you solve technology challenges well into the future. Our flexible solution tiers
allow you to combine service elements and choose the right level of support for your business.

Transparent Migration of Services

Sprint understands the key to a successful implementation depends on a detailed project plan and the skill
of the people assigned to manage the project. With more than 100 years of experience in the industry and
the completion of many successful large global network implementations, the SPO can have the
confidence a seamless network migration is our top priority.

Sprint’s team of senior experts will coordinate and manage the transition and implementation, including
the development of a project plan with a timeline and milestones for each phase of the migration. Project
planning begins in advance of any contract award and will continue throughout the lifecycle of our
strategic partnership with the SPO. As an experienced provider of MNS, Sprint understands the
challenges of maintaining network quality. We look forward to developing a customized solution for
your business.
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Technical Requirements

2.1 GENERAL

The Offeror must provide a response to all requirements in Section Two, Technical Requirements.

The Offeror must first respond with the level of compliance: “Comply”, “Does Not Comply”, or
“Exception” to each paragraph. (See Section 3.2.5) Then, for “Comply” responses, the Offeror
shall submit a detailed explanation, diagrams, and other descriptive information as to how the
technical requirements will be accomplished. For “Exception” responses, the Offeror shall
explain what portion of the requirement that it is able to meet and what portion it is unable to meet
and the proposed alternative or modification, if any. The State will evaluate the “Exception”
responses and make a determination if the response will be considered acceptable.

Comply
2.2 QUALIFICATIONS

Section 2.2 describes the minimum qualifications required for participation. Failure to Comply
with any of these requirements may result in disqualification of the Offeror. Responses to these
guestions must be answered in Schedule C found in Section Six.

2.2.1 Meets the Technical Support Requirements

2.2.1.1 Offeror shall be able to provide toll free telephone support via a
technical support center which is staffed 24 hours a day, 7 days a week,
365 days a year (24x7x365).

Comply: The Business Technical Service Assurance Center (BTSA) provides most post-installation
trouble management support for Sprint Business customers which include the following functions:

Receives trouble reports from the customer and collects all pertinent information necessary to
support timely resolution.

Provides online chronic identification and analysis at the time of ticket entry.

Tracks resolution activity via the Trouble Reporting System (TRS) and Customer Information
System (CIS).

Obtains trouble report status updates and closure information from the fix agencies.
Escalates resolution activities as required to the appropriate fix agency management levels.

Communicates and coordinates trouble report information with the fix agencies to the appropriate
technical support group.

Trouble Reporting and Escalation

It is important for the SPO to report service problems to Sprint’s Business Technical Service Assurance
center (BTSA) in a timely manner. The BTSA is available 24x7x365. The sooner a problem is reported,
the sooner the BTSA and the appropriate fix agency can isolate the problem for quick and efficient
resolution. The SPO can open a trouble ticket in one of three ways:

Call the BTSA directly at:
Government Non-Compliant Customers: 800-726-0201

Use Sprint InTouch, an electronic means of accessing BTSA services, to report the trouble using
the Internet. The SPO can register to report problems through this web tool.
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Use Compass, an enhanced, consolidated customer IP/MPLS portal that allows the SPO to
perform self-service activities as in opening and submitting trouble tickets.

IP Services (IPS) is the group within Sprint Network Services responsible for managing all Sprint IP
Services, including SprintLink, Dedicated Internet Access (DIA), Global Multi Protocol Label Switching
(GMPLYS), Peerless IP (PIP), GMG DSL and Network-Based Virtual Private Network (NVPN).
Encompassing a Tier-1 customer-facing team, Tier-11 and Il technical support teams, and a Tier-IV
advanced technical support team, IPS provides proactive network surveillance and technical support
24x7, from 3 geographically diverse network operations centers (Reston, VA, Atlanta, GA, and Maitland,
FL). These centers are staffed with operations specialists, analysts and engineers with technical expertise
in managing large scale IP networks. Many of these associates hold leading industry certifications
including Cisco’s prestigious CCIE certification.

IPS constantly monitors the health and quality of the Sprint Global IP network, and manages customer-
impacting events on both a reactive and proactive basis.

Reactive Network Management

IPS works with the Sprint Business Technical Service Assurance center (BTSA) in Atlanta, Georgia to
facilitate reactive network and trouble ticket management for all of Sprint’s IP customers, and offers an
enhanced NOC-to-NOC option for qualifying customers whose business requirements warrant heightened
monitoring visibility and enhanced support. Customers may contact the BTSA at any time to initiate a
trouble ticket; any subsequent troubleshooting, status updates, or coordinated testing that follows is
arranged with the customer via BTSA.

NOC-to-NOC status avails the customer of dedicated trouble ticket queues, augmented outage
sensitivity and proactive alarm thresholds, and a direct line to the IPSA Network Operations
Center (bypassing the BTSA).

Proactive Network Management

IPS employs a state-of-the-art Network Management Infrastructure to monitor the Sprint Global IP
Network in real time, correlate fault detection and isolation with trouble ticket creation, and drive planned
and unplanned outage notifications. Some of the key components of this system are:

Nerve Center — Receives, correlates and filters actively polled and trapped SNMP alarms from all
managed router and switch nodes in the IP Network.

SysEdge — Receives, correlates, and filters SNMP alarms from all managed Sun Server nodes in
the IP Network.

NetCool — Using proprietary applications developed by Sprint, IPS gathers additional information
and applies rules processing to Nerve Center and SysEdge alarms before presenting them to the
Network Operations Center via the NetCool Motif desktop client.

IPSA Ticket Automation — Interfaces with Sprint’s Trouble Reporting System (TRS) and
NetCool to automatically generate trouble tickets after certain event thresholds are met.

ISA-ITP - Immediately after auto ticket generation, the suspect circuit or node undergoes a series
of initial automated diagnostics to gather relevant information for IPS Tier Il & Il
troubleshooting efforts. The ISA-ITP application evaluates the outage type and customer
information to determine the proper fix agency to engage.

Customer Management Center (CMC) and Emergency Network Services (ENS) — A subscription
service through which IPS notifies the SPO account team of upcoming planned maintenance and
unplanned outages: www.sprint.net/subscribe.
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2.2.1.2 Offeror shall be able to initiate troubleshooting within 30 minutes of
receiving a call and if necessary, deploy technicians onsite within two
Business Hours of problem determination on Oahu and four Business
Hours on the neighbor islands

Comply: Proactive Primary WAN Problem Identification — Sprint MNS will proactively identify a
customer WAN circuit problem using proactive monitoring methods. Once the customer’s WAN interface
does not respond, Sprint’s monitoring platform generates an alarm. Proactive Trouble Ticket Creation for
Primary WAN - When an alarm is generated, Sprint MNS does not generate a proactive ticket
immediately. Sprint MNS uses an alarm aging policy, which is a period of time (in minutes) that the
alarm must be constantly present on Sprint monitoring platform before a ticket will automatically
generate. For MNS Complete customers the following alarm aging policy is used.

2.2.1.3 The Offeror must employ a minimum of five (5) support technicians
residing in Hawaii and support all islands where service is offered.

Comply
2.2.14 Offeror shall be responsible for continually monitoring and tracking
the outage until it is resolved. Offeror shall provide a final status update
after resolution.

Comply

2.2.2 Meets the Reliability Requirements

2.2.2.1 Offeror shall be able to provide circuit reliability that meets or
exceeds 99.99% availability over the past two years for each offered
service.

Comply: Please refer to the SLA documents in Appendix A.

2.2.3 Provides Basic Required Services

2.2.3.1 At a minimum, Offeror shall be able to provide Broadband Ethernet to the
islands of Oahu, Kauai, Maui, and the island of Hawaii

Or

Internet Service Provider (ISP) service to Oahu of at least 300Mbps.
Comply: Sprint offers Ethernet services on Oahu for up to 10 gigabit per second (gbps) and offers
up to 2.4 gbps to the other islands of the State of Hawaii.

2.2.3.2 All neighbor island services must be able to terminate on Oahu.

Comply

2.2.4 Ownership of Network Infrastructure

2.2.4.1 Offeror shall be directly responsible for the monitoring, management and
maintenance of its telecommunication infrastructure and its associated
network equipment. Offeror must have direct control of the management
and maintenance of its network backbone infrastructure.

Comply
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2.2.5 Existing Installation in the State of Hawaii

2.2.5.1 Offeror shall be an experienced provider of the proposed
telecommunication services with existing installations in the State of Hawaii.

Comply
2.3 TELECOMMUNICATION SERVICES

This section describes the desired technology solutions to be provided from Offerors. As
identified in Section 2.2.3.1, Offerors are required to provide a minimum of Broadband Ethernet
service or Internet Service Provider services.

2.3.1 Broadband Ethernet

2.3.1.1 Broadband Ethernet service shall be offered as a routed (layer 3) and/or
non-routed (layer 2) service. Routed services shall offer the ability to
support Virtual Private Networks (VPNs) that can provide logical separation
of traffic on a single physical connection.

Comply: Sprint Ethernet services are Layer 3 and provide a routed service with the ability to support
Virtyual Provate Networks (VPNs) and logical/virtual separation of the traffic on a single physical
connection using Virtual Local Area Networks (VLANS).

2.3.1.2 Offeror shall provide encryption services as part of the VPN service.
Comply:
Sprint VPN services can be offered using two options:

(1) - Sprint Global MPLS: This is a private network based on RFC4364. : MPLS VPN security
is equivalent to that of other Layer 2 technologies (e.g., Frame Relay). Customer data is
completely segmented from any other entity; each customer’s data flow is segmented at the
Sprint network edge router via virtual routing and forwarding, and again when it traverses
across Sprint’s Global IP backbone via secure tunneling. Sprint’s Global MPLS VPN
offering represents a distinct and new network with newly deployed MPLS edge routers. No
component of the customer’s VPN is visible to unauthorized entities or unauthorized
access from the public Internet. Additional encryption can be added but it is not needed since
this is a private network.

(2) Sprint Managed VPN service: This is a service where the solution is based on a design that
includes IPSec tunnels which provide encryption over a public network.

2.3.1.3 Offeror shall support quality of service/ class of service (QoS/CoS)
capabilities necessary to support delay-sensitive and drop-sensitive traffic
such as voice and video. Offeror shall detail its pricing structure if
QoS/CoS is an additional cost item, along with discounts that will be
provided.

Comply: Sprint’s IP Class of Service offering, based on Differentiated Services (DiffServ) technology,
allows for efficient use of existing bandwidth by giving priority to time-sensitive or mission-critical
applications over non-critical applications during periods of congestion on the customer access link.
Examples of high priority traffic include VolP, business applications, and video transmissions. Low
priority applications typically include web browsing and email.

CoS is included with the Global MPLS VPN service, and there are no incremental charges for CoS
traffic. Sprint’s CoS on its Global MPLS service supports up to seven queues (six defined, and one
default), and supports customized traffic queues in addition to pre-defined queues.
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Class of Services (CoS) Queues for GMPLS

CoS Queuing
Sprint’s IP Class of Service offering is based on DiffServ (DSCP) technology for traffic classification and
uses Priority Queuing and Class Based Weighted Fair Queuing (CBWFQ) for traffic scheduling.

Class Based Weighted Fair Queuing(CBWF)

CBWEFQ allows a customer to define traffic classes and assign minimum bandwidth guarantees to each
class. For CBWFQ, the weight specified for a particular class becomes the weight of each packet that
meets the match criteria of the class. Packets that arrive at the output interface are classified according to
the match criteria filters (ACLs) with application port numbers/names and IP Precedence bits (for Sprint
configurations) that have been defined, and then each one is assigned the appropriate weight. The weight
for a packet belonging to a specific class is derived from the bandwidth assigned to the class during
configuration.

After the weight for a packet is assigned, the packet is “enqueued” in the appropriate class queue.
CBWEFQ uses the weights assigned to the queued packets to ensure that the class queue is serviced fairly.

Low Latency Queuing (LLQ)

LLQ works in conjunction with CBWFQ to create a strict “Priority Queue.” The Priority Queue is the
first queue reserved for delay-sensitive applications, such as voice or video. Any traffic in the Priority
Queue will be sent first. When you specify the priority command for a class, it takes a bandwidth
argument that gives maximum bandwidth. You use this parameter to specify the maximum amount of
bandwidth allocated for packets belonging to the class configured with the priority queue command. The
bandwidth parameter both guarantees bandwidth to the priority class and restrains the flow of packets
from the priority class.

In the event of congestion, policing is used to drop packets when the configured bandwidth is exceeded.
When congestion occurs, traffic destined for the priority queue is metered to ensure bandwidth allocation
configured for the class to which the traffic belongs is not exceeded.

Sprint recommends the Priority Queue be reserved only for Voice over IP (VoIP) or Video over IP traffic.
If both VoIP and video traffic are used, the video traffic will be placed into the second class.
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2.3.1.4 Offeror shall be able to provide Layer 3 any-to-any connectivity between
the offered Broadband Ethernet service and other offered services.

Comply: Sprint offers the flexibility to design the network services in any of the three options:

Any to any connectivity
Hub and spoke connectivity
Partial hub and spoke connectivity

2.3.1.5 Offeror shall identify all supported routing protocols.

Comply: Supported routing protocols with the MPLS service include BGP, EIGRP, OSPF, and Static
routing.

Supported routing protocols with the Internet service include BGP and static routing.

2.3.1.6 Offeror shall be able to provide up to 100Mbps of bandwidth per circuit or
greater.

Comply

2.3.2 Digital Subscriber Line (xDSL)

2.3.2.1 Offeror’s providing Digital Subscriber Line service shall provide a minimum
of 1.5Mbps download and 384Kbps upload.

Not applicable as Sprint will not be bidding these services.

2.3.2.2 xDSL circuits should allow for the direct termination into the State’s private
network.

Not applicable as Sprint will not be bidding these services.

2.3.2.3 Line charges for specific speeds shall be consistent across all supported
islands.

Not applicable as Sprint will not be bidding these services.
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2.3.3 Frame Relay

Sprint recommends MPLS as it is more flexible and allows integration with other services such as
wireless, voice, and network based services.

2.3.3.1 Frame Relay service must include the ability to provide fractional T-1, T-1, and
DS-3 circuits.

Not applicable as Sprint will not be bidding these services.

2.3.3.2 Frame Relay service must offer various levels of Committed Information
Rates (CIR) as an option.

Not applicable as Sprint will not be bidding these services.

2.3.3.3 Frame relay circuits should allow for the direct termination into the State’s
private network.

Not applicable as Sprint will not be bidding these services.

2.3.3.4 Line charges for specific speeds shall be consistent across all supported
islands.

Not applicable as Sprint will not be bidding these services.

2.3.4 Point-to-Point Dedicated Line

Point-to-Point Dedicated Line service shall be offered in various fractional T-1 speeds in
addition to T-1, DS-3, and OC-3.

Comply

2.3.5 Internet Service Provider (ISP)

2.3.5.1 Offeror shall provide a physical Ethernet interface.

Comply
2.3.5.2 Offeror shall provide ISP connectivity up to 1Gbps or more.
Comply
2.3.5.3 ISP shall optionally offer a 1Gbps physical interface for speeds less than
1Gbps if the customer is obtaining services of 50Mbps or more.
Comply
2.3.5.4 ISP must provide a minimum of 10 class C IP version 4 (IPv4) subnets.
Comply

2.3.6 Other Services

Offer can list additional telecommunications services that is not listed above but would be of
value to the State.

Sprint’s Global MPLS

Sprint’s Global MPLS VPN solution is a Network-Based IP VPN available globally across Sprint’s
IP/MPLS backbone. For over seven years, Sprint has offered a solution to address the growing demand
for MPLS VPN capabilities around the world plus and for Value Added Services (VAS) such as
Network-Based firewalls, remote access services and IPSec half tunnel networking.
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This Global MPLS solution provides the SPO with an IP VPN solution with any-to-any intranet
connectivity that is highly secure and provides a private means by which to connect your enterprise sites.
In addition, the SPO can purchase VAS, such as Secure Internet Access with Network-Based Firewall, all
on the same underlying network infrastructure. This solution is Network-Based meaning the SPO
outsources the management of your enterprise inter-site routing to Sprint. Routing information is
maintained and processed on Sprint’s network edge routers versus on your CPE. With this Global MPLS
VPN solution, Sprint has the ability to offer MPLS VPN over two distinct backbones - Peerless IP and
Global IP.

Sprint introduced an advanced version of MPLS VPN in 2004 based on RFC 4364 (formerly 2547bis)
delivered over Sprint’s global native IP backbone infrastructure. Sprint’s IP backbone carries the Cisco
Multiservice Network designation, which certifies the network’s performance and capabilities to support
multiple time-sensitive applications such as voice and video. This allows Sprint to use the inherent
benefits of its premier global IP network to offer customers an MPLS VPN solution that provides
standard MPLS VPN functionality as well as high levels of performance, flexibility, and geographical
reach to over 100 countries. The ongoing Sprint strategy is to continue investment in diversity and to
continue to deliver a convergence of solutions and products.

Differentiators

Sprint is committed to providing our customers with a Global MPLS VPN offering that encompasses
enhanced features and a high quality end user experience as part of our standard offering. As the only
service provider with a wholly owned and managed global Wireline and national wireless network in the
industry, we also offer the following as part of our standard offering:

Global End-to-End Service Level Agreements (SLAS)

Customizable Class of Service (CoS) at no charge, allowing the SPO to prioritize traffic and
optimize network performance

Multicasting — one-to-many broadcasts without requiring additional bandwidth
Proactive service monitoring and notification from end-to-end with every port
Global account support
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Sprint is the first global service provider to receive the Cisco “IP VPN Multiservice QoS” Certification in
addition to its proven leadership in providing innovative products. With our consistent recognition for
network high performance and reliability, the SPO can be confident Sprint will help you design the
network solution right for your business objectives.

Features
Key features of the Global MPLS VPN solution offered on the Global IP backbone:

1. RFC 4364 MPLS VPN (formerly RFC 2547bis): For the SPO, the desire for an MPLS VPN,
particularly one based on RFC 4364 (the basic standard for MPLS VPNs) has become a de-facto
requirement. Sprint’s Global MPLS VPN solution is a layer 3 MPLS VPN based on RFC 4364 and
allows Sprint to fully meet this set of requirements.

2. Optimum Security: MPLS VPN security is equivalent to that of other Layer 2 technologies (e.g.,
Frame Relay). Customer data is completely segmented from any other entity and data flow is
segmented at the Sprint network edge router via virtual routing and forwarding, and again when it
traverses across Sprint’s Global IP backbone via secure tunneling. Sprint’s Global MPLS VPN
offering represents a distinct and new network with newly deployed MPLS edge routers. No
component of the SPO VPN is visible to unauthorized entities or unauthorized access from the
public Internet.

3. Solution Flexibility: The Global MPLS VPN offering provides the SPO with ultimate flexibility
when designing and implementing an MPLS VPN solution. You can select from a range of
configuration and design elements which can be tailored to meet their specific business needs and
requirements. These include:

Routing Protocols - The Global MPLS VPN solution can be deployed with a range of routing
protocols. Static (Static has a 20 route maximum per port), BGP, and EIGRP are the standard (or
default protocols) but OSPF can be used too.

IP Addressing - The SPO is free to manage its own address space or have Sprint assign it from
RFC 1918 space.

Network Topology - A full mesh VPN topology is the default configuration, however, solutions
can easily be configured as hub-and-spoke or partial mesh. More complex topologies (i.e., multi-
VRF/VRF Lite) can also be supported but they may require a Special Customer Arrangement
(SCA) to be established.

Port Speeds - Sprint offers a full complement of port speeds on the Global IP backbone; from
fractional T1 to OC12, OC48, OC192, Fast Ethernet (FE) and Gigabit Ethernet (GigE), that
allows the SPO to tailor bandwidth at each site to meet business requirements. In addition Sprint
can directly connect its U.S. DSL product to Global MPLS VPN.

Class of Service (CoS) and Multicast - Global MPLS VPN ports include full CoS allowing the
SPO to prioritize traffic utilizing up to seven customer defined queues at no additional charge
regardless of the traffic allocation. In addition, multicast capabilities may be designed by a Sprint
engineer and included with the service at no additional charge.

Value Added Features and Services — Optional Sprint features and services can be added to
your Global MPLS VPN solution with no incremental CPE costs. These services will be
provided over the same port used for site-to-site intranet communications and include Secure
Internet Access (SIA), Remote Access, and Half Tunnel.

Multiple Billing Options - The SPO can select from either flat or usage-based billing options.
Flat rate billing will provide a predictable monthly recurring charge, whereas usage-based billing
allows the SPO to only pay for the port bandwidth actually utilized.
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Wireless Access - The SPO can choose to use Sprint-provided wireless access as an alternative to
traditional "wired" last mile access. Wireless WAN connectivity is available as a primary access
method or as a backup solution.

4. 100 % Cisco Solution: Sprint has received the Cisco Powered Network (CPN) accreditation, was
the first global service provider to receive Cisco’s IP-VPN Multi-Service QoS certification, and was
the first U.S. based global communications provider to achieve Cisco’s TelePresence Connection
Certification.

The Cisco QoS Certification applies to the IP VPN Multi-Service and Metro Ethernet service
designations in the Cisco Powered Network Program. This certification means Sprint has built its
service over an end-to-end Cisco infrastructure and has undergone a third party assessment to
determine that it meets Cisco best practices and standards for QoS. This includes the following
intra-continental performance requirements for delivery of real-time voice or video packets from
customer edge to customer edge:

0 Maximum 150 ms 1-way delay for voice/video packets
0 Maximum 1-way packet jitter of 30 ms for voice/video traffic
0 Maximum voice/video packet loss of 1.0%

Sprint exceeds Cisco’s standards for supporting real-time voice and video packets by offering the
following standard end-to-end SLAs:

0 Maximum 125 ms 1-way delay for voice/video packets
0 Maximum 1-way packet jitter of 10 ms for voice/video traffic
0 Maximum voice/video packet loss of 0.1%

This allows Sprint to leverage the inherent benefits of our premier global IP network to offer the
SPO an MPLS VPN solution that provides standard MPLS VPN functionality, as well as high
levels of performance, flexibility, and geographical reach.

5. Detailed Reporting: The SPO can access the Compass portal at www.sprint.net to view detailed
operational data to manage and optimize your network experience. Compass is included standard with
Sprint IP/MPLS solutions at no additional cost and provides the SPO with insight regarding circuit
operational status, port inventory, router configurations, CoS policy settings and performance as well
as many other operational metrics. These metrics go beyond the CPE and provide a view into your
configurations in the Sprint network edge router.

Sprint Data Link

With Sprint Data Link, the SPO benefits from an innovative wireless networking solution that affords
mobile or remote workers secure real-time access to your enterprise network. Sprint Data Link provides a
direct connection between Sprint 3G (and now 4G") Network and the SPO network - regardless of your
network provider. As a result, your data traffic does not touch the public Internet, and security is not
compromised.

1 Where available
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In addition to secure access, Sprint Data Link provides flexibility to meet the specific requirements of
your business. Sprint Data Link supports two primary applications:

Sprint Data Link for Wireless Wide Area Network (WWAN): Sprint Wireless WAN
represents a flexible, low-cost solution that can provide your company with a competitive
advantage
0 Asa primary access solution
0 Reduce costs — more cost effective when compared to traditional circuit based
solutions such as Frame Relay
o0 Improve cash flow and decrease risk— support credit card transactions in remote
locations and become less reliant on cash transactions
o0 Flexibility — reduces time-to-market and increases market penetration
0 As a back-up solution
0 Cost effective — a low cost back-up to wireline access compared to ISDN
0 Reduce risks — backs up mission critical applications required to drive cash flow
and serve customers

Sprint Data Link for Mobile Access: Using a Sprint Mobile Broadband Connection Device,
your mobile employees can securely access the intranet, email and other mission-critical
corporate applications — without the overhead associated with IPSec clients.

By giving employees wireless access to pertinent company information when and where they need it, the
SPO benefits from reduced costs, improved customer service and increased productivity.

Sprint Data Link Features (general)
Many important features are inherent in both Sprint Data Link applications:

Proxy authentication: You determine whether you need to purchase and host an AAA server or
leverage a Sprint-hosted AAA server, eliminating the need, costs and time required to manage
your own AAA authentication servers.

Sprint-hosted RADIUS authentication: You can manage your user names and passwords
through a web-based portal.

Customer-specific / provided IP address options: You can use a Sprint-provided pool or your
own block allowing you to create Closed User Groups and restrict access and reducing the need
for complex firewall configurations.

Static IP addressing: You can assign specific IP addresses to devices to help track and monitor
specific users and locations.

Sprint Data Link customers with optional Managed Wireless WAN services also benefit from:

2.4

MNS (Managed Network Services): Sprint will monitor the Sprint Data Link connection; a
standard feature when using Wireless WAN as a primary connection and ensures connection
availability.

CPE support: Sprint provides you onsite support for Wireless WAN during installation and in
the event the wireless device fails; Sprint’s service level objective is four hours to fix the CPE.

MANAGED SERVICES

Offeror shall describe optional managed network services that can be offered, such as security,
network, connectivity, and device monitoring and management.\

Comply: The strength of your business depends on the strength of your network. With Sprint Managed
Network Solutions (MNS) the SPO can leverage our industry-leading technical expertise to keep your
network running at peak efficiency. Whether it’s planning, implementing or full end-to-end management
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of your converged voice and data services, Sprint translates business communications needs into
integrated solutions that optimize your network and align your IT strategy with business priorities.

Sprint MNS is critical to enabling complex business applications and next-generation technologies.
When the SPO partners with Sprint network professionals, you benefit from:

Simplified design, implementation and management of complex wireless and wireline converged
solutions, including solutions that enable unified communications, such as Sprint Mobile
Integration and SIP Trunking.

Access to a worldwide network that enables instant communication and collaboration.
Cost savings from increased network efficiencies and availability.

Comprehensive, round-the-clock surveillance backed by 25 years of network security solutions
expertise.

Professional expertise in IP Convergence, Wireless and Security.
Proactive software upgrades and maintenance.
Ability to manage global networks in over 165 countries.

Experience Managing Networks

In 1993, Sprint created a Managed Services group to provide a service offering consisting of router
equipment and services that worked in conjunction with Sprint’s Frame Relay transport. The first
customer network was installed in 1994. As new technology developed, the service offering for MRN
grew from Data to include Voice and Security and a variety of transport types such as Internet Protocol
(IP), Asynchronous Transfer Mode (ATM), Virtual Private Networks (VPN) and Multiprotocol Layer
Switching (MPLS). Additionally, we now support many different types of equipment across multiple
vendors. As the world of technology has grown at top speed over the past several years, Managed
Services has strived to create the industry standard, with constant marketplace research under way to
identify and certify the best new technology and devices available to our customers.

Today, Sprint’s Managed Network Services (MNS) offers a one-stop network integration and
management solution. With MNS, Sprint’s customers receive comprehensive design and management
services with around-the-clock real-time monitoring. MNS is a suite of services that brings a total
internetworking solution to the customer. From the beginning of the network planning process, Sprint
Managed Services is engaged to ensure that the implementation of devices and transition to MNS are as
transparent as possible. With an engineering staff where 13 are Cisco Certified Internetwork Experts
(CCIE) and approximately 160 associates who are in various stages of Cisco certification, and other
associates holding Blue Coat, Checkpoint and Juniper certifications, Managed Services is available to
assist with all customer needs. The customer is provided with an outstanding opportunity to fine tune
their networks and ensure that the equipment and transport being utilized drive at the desired network
capabilities.

Growing with customer demand, we now offer many different service offerings to ensure that each
customer network is monitored and managed in a way that fits the customer needs most closely. Our
standard model, MNS Complete, offers fault management support and customer care support on a
7x24x365 basis for our Sprint certified devices. Sprint Managed Services is truly a dynamic organization,
on the edge of innovation, with many service offerings, one of which is sure to meet your customer’s
needs

Service Tiers

Whether you require management of all or just a portion of your network elements (e.g., network
transport, routers, wireless modems, VPN gateways, switches, hubs, servers, applications, CSU/DSUs)
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Sprint has the right solution for you. Managed solutions are network agnostic and can support Sprint or
third party transport services. The SPO may choose from a variety of features:
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Key Solution Highlights

Whether the SPO is building a new network or upgrading an existing one, Sprint engineers can guide you
in evaluating your total business communications needs. We will work with you to consider current
needs and provide an integrated plan that takes future requirements and technology trends into
consideration.

Plan, Design, Implement: Sprint technical professionals help plan, design, implement and optimize your
network through integrated managed solutions. Our expert engineers will:

Design your backbone network

Configure managed network devices and software

Determine bandwidth requirements

Deploy network security solutions based on your unique requirements

Sprint will provide as much assistance as needed, from simple implementation to complex end-to-end
network design and management.

Proactive Monitoring: With Sprint MNS, you can leave your network performance concerns at the
office. Highly qualified network specialists at the Sprint Solutions Network Operations Center
proactively maintain and manage your LAN/WAN network and devices 24/7, enabling you to focus on
your core business.

Trouble Isolation and Resolution: Sprint maintains stringent guidelines for handling customer concerns
to ensure your network is operating at its best. The experience gained from managing customer networks
for more than 25 years enables Sprint to expertly identify and isolate issues, quickly troubleshoot the root
cause and restore your Services.

Customer Portal: The SPO can submit change and service requests online, open trouble tickets, view
status of trouble tickets and service requests and access critical performance data right from their desktop.
Online real-time and historical performance reports can be personalized to display exactly the data you
specify. With daily, weekly and monthly network performance reports you can better plan network
bandwidth and minimize network inefficiencies.
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Performance Reporting: Get in-depth, end-to-end visibility of your network with no hardware
investment. This online tool features rapid setup, anything-anywhere access, technology that’s future-
proof and a 24/7 help desk to ensure you get maximum value from your service. It offers the capability to
collect and analyze data utilizing Simple Network Management Protocol (SNMP) from the network. The
advanced reporting toolkit allows the Sprint Network Operations Center to generate graphics displaying
performance in real time, over a period of time or projected into the future.

Security: Sprint customers rely on our expertise to safeguard their Sprint IP/MPLS networks. Our goal
is to maximize value to the SPO by leveraging our broader range of WAN and Managed Security
Solutions capabilities to address your entire range of networking requirements. Our network engineers
design your Sprint network from the start with security in mind, taking a holistic approach to security
partnering with you to optimize and protect your Sprint network through integrated premise-based
products and services. We also leverage relationships with best-in-class security vendors to extend robust
security solutions to virtually all parts of the world. Sprint has strict guidelines and processes in place to
make sure that only authorized individuals have access to your network and information.

Administration: Sprint Managed Network Solutions experts will configure and store your device
configuration for immediate device restoration. Additionally, you benefit from proactive patch and 10S
upgrades and maintenance so you don’t have to keep up with lifecycle device management; we do it for
you. Sprint network engineers will also implement and manage your network changes, providing the
speed flexibility to change as your business communications needs change.

Service Level Agreements: Sprint service level agreements (SLAs) focus on five key areas:

Implementation Performance

Site Availability (for high availability site configurations only)
Network Change Requests

Mean Time to Repair (MTTR)

Proactive Outage Notification

In all areas Sprint will measure its actual compliance against the service levels defined in the contractual
document and will process the SPO account credits if applicable.

2.4.1 Offeror shall allow a potential customer to try the service for 30 days without charge.

Does Not Comply: Sprint offers an extensive group of service level agreements to ensure all service
offerings will be met.

2.4.2 Offeror shall ensure that all confidential information including network
configurations, network diagrams, and IP addresses remain confidential and is only
used to provide monitoring and management support.

Comply

2.5 PROVIDER NETWORK
2.5.1 Industry Standards

Offeror shall meet and be in compliance with the following industry standards:

= Telecommunication Industry Association/ Electronics Industry Association (TIA/EIA)
= Internet Engineering Task Force (IETF)

= International Telecommunication Union (ITU)

= American National Standards Institute (ANSI)
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= Building Industry Consulting Service International (BICSI)
= Institute of Electrical and Electronic Engineers (IEEE)

Comply

2.5.2 Interisland Network (for Offerors providing services on islands other than Oahu)

2.5.2.1 Offeror shall provide a diagram of its interisland fiber network and Point of Presence
(POP) switch locations.

Comply: Sprint leases interisland links including fiber and copper cables. All of our connections from the
state of Hawaii Islands are homed back to our Pear City node. Sprint leverages the interconnection with
the local carriers and the alternate access vendors, and uses their facilities on the different islands to
connect back to the Sprint Pearl City switch site.

2.5.2.2 Offeror shall explain what parts (of the fiber network and switches) it owns and
leases and what parts are owned by partner carriers.

Sprint leases interisland links including fiber and copper cables.

2.5.2.3 Offeror shall describe its POP switch type and switch capacity.

Sprint owns and operates a switch site located on the island of Oahu. The site interfaces with many local
carriers. The switch site is capable of offering services up to 10 gbps of bandwidth, and uses Cisco
Service Providers grade routers such as ASRs and GSRs. These routers are intelligent routing solutions
that scale from 2.5- to n x10 Gbps capacity per slot, enabling carrier-class IP/Multiprotocol Label
Switching (MPLS) networks and accelerating the IP Next-Generation Networks
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2.5.3 Interstate Network (for Offerors providing ISP services)

2.5.3.1 Offeror shall explain its interstate fiber network and identify the network
redundancies in place.

Sprint leases multiple fiber cables into the State of Hawaii.

2.5.3.2 Offeror shall provide diagrams of its interstate fiber network and switch locations.

Comply:

2.5.3.3 Offeror shall explain what parts it owns and leases and what parts are owned by
partner carriers.

Sprint lease fiber on Japan-US and Southern Cross.

2.5.3.4 Offeror shall explain how it is connected to its international fiber network.

Sprint has an extensive presence worldwide including own and operated Sprint nodes, leased fiber, and in
country representatives and engineers.
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2.5.3.5 Offeror shall provide a diagram showing how Internet traffic is routed from the State
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2.5.4 Network Design Objectives

2.5.4.1 Offeror must describe the design objectives used to minimize “over subscription”
conditions on its network and the procedures used to insure these objectives are
met. Offeror must provide its current performance including substantiating
documentation.

Sprint’s Dedicated Internet Access (DIA) offers an always-on connectivity to the public Internet. DIA
customers use the service for fast, reliable access to the Internet for web browsing, research, email, file
transfers and other e-commerce web-based applications. The SPO can purchase service based on the
specific market where connectivity is needed for their location or best performance.

Key Benefits

Sprint leverages its network strengths and technology leadership to deliver reliable, high-performance
Internet service to help meet the challenges of a growing and more sophisticated market; a demanding,
mobile end-user work force; and an increasingly complex network infrastructure. In particular, Sprint’s
DIA service provides:

Worldwide availability — DIA in over 165 countries

Flexible Bandwidth — full and fractional port speeds on the IP edge network so the SPO can tailor
bandwidth at each site to meet business requirements and manage port costs

Flexible Access Options — including Sprint Provided or Customer Provided access, Ethernet, DSL
and Metropolitan Area Network options

Class of Service — included as part of our DIA service at no additional cost

Customer Web Portal — convenience of one tool providing performance reporting, network
inventory, trouble ticketing, change request management, maintenance and real time testing.

DIA involves high speed, direct access to the Internet for both content providers wanting to host Internet
sites and customers who need to access the Internet. Sprint is a Tier 1 Internet Service Provider (ISP)
with one of the industry’s most advanced Internet backbone networks.
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Drawing is for Reference Only and does not represent what Sprint will/will not offer

DIA service provides a range of bandwidth (port speed) options with several value-added services
included in the following table:

Value-Added Capability Description

Static Routing The SPO can manually define the sub-nets supported. Data is forwarded
in a network via a fixed path. Static routing cannot adjust to changing line
conditions as can dynamic routing.

Dynamic/BGP4 Routing This service allows the SPO router to dynamically adapt its routing
decisions to changes in the IP network topology.
Domain Name Service (DNS) Sprint provides Domain Name Service but does not provide DNS

registration services.

IP Class of Service (CoS) The Sprint IP backbone provides extremely high Quality of Service
characterized by minimal packet loss, delay and jitter. This, in addition to
Sprint's edge-based IP Class of Service offering, guarantees Quality of
Service for customers the Sprint's IP services.

Multicasting IP Multicast is a bandwidth-conserving technology that reduces traffic by
simultaneously delivering a single stream of information to thousands of
corporate recipients.

Managed Security Solutions Managed Network Solutions includes the direct management of the SPO
(MNS) solution, including WAN, CPE, Wireless WAN and local area network
(LAN) devices such as switches, hubs and servers.
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DIA Network Components
DIA works by providing the SPO with any-to-any internet connectivity.

/_ /\
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The DIA technical architecture consists of the following network components:

Customer Edge (CPE) Router — Also called the Customer Premise Equipment (CPE) and denotes
the SPO physical premise router, that can be customer or Sprint provided. The CPE connects to
Sprint’s Internet Edge (GW) router via a routing protocol. This service does not require Cisco
CPE nor are there any incremental requirements placed on the CPE.

Gateway (GW) Router — Refers to Sprint’s Internet Edge router to which the CPE connects.

Backbone (BB) Router — Refers to Sprint’s core routers. These routers are located in Sprint’s
network and only focused on transmitting traffic between the edge routers. These routers do not
connect directly to CPE routers.

There are multiple elements that make up the SPO DIA configuration including routing protocol with
traffic balance consideration, multicast, DNS, and other features to ensure the communication
requirements are met.

It is customary in the telecommunications industry to define network reliability in terms of percent
availability rather than Mean Time Between Failures (MTBF). MTBF statistics are more suitable for
individual pieces of hardware.

Sprint wireline network availability and reliability is achieved through a corporate commitment to
maintain or surpass objectives. Sprint’s objective for network transport availability is 99.995% or better,
based on performance of our SONET/DCS protected network. Sprint’s wireline network transport
availability has exceeded 99.9% each month since August 2005.

Sprint built reliability into the system and continues to improve the network’s reliability through the
addition of new technologies such as digital cross-connect systems, reverse direction protection switches,
and Signaling System 7.

Availability is calculated by number of DS3 minutes available monthly divided by the total number of
DS3 minutes unavailable that month. DS3 unavailable minutes are calculated by multiplying the outage
time in minutes with the number of DS3s affected.
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Sprint Wireline Network Availability Statistics
Transport Availability
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2.5.4.2 Offeror must describe its design objectives for transmission quality and reliability, as
well as, procedures to insure these objectives are met.

Sprint’s IP Class Of Service (CoS) products consist of allowing Sprint Dedicated IP and CPE-based IP
VPN customers the ability to prioritize the queuing treatment of their application traffic during periods of
congestion on both the egress port of their Cisco enterprise CPE router and the egress port of the
SprintLink Gateway router they are homed to.

The SPO will have the capability to prioritize their traffic into 4 separate classes. Three of those classes
will be customer-defined classes while the 4th class will be an implied class-default. Traffic not destined
for one of the configured classes is sent to the class-default class, which will not appear in 10S show
running configuration commands. The only instance in which it would appear would be if an explicit
bandwidth argument was configured for it or one explicitly configures a class-default queue.

The only exception to the flexibility of configuring the three user-defined queues is that a queue
configured as a Low Latency Queue (LLQ) via the Priority command can accept either packetized voice
or video as the application type. Sprint will provide the SPO an overall recommendation concerning
bandwidth allocation percentages to the 4 IP CoS queues, however, the customer will have the flexibility
to change such allocations to their desired need.

The IP Class of Service product involves Cisco 10S configurations utilizing only Access Control Lists
(ACLs) for Non-IP VPN customers. For IP VPN customers, a combination of ACLs and the 3-Bit IP
Precedence field found within the Type Of Service (ToS) byte of the IP header are the classification
mechanisms used to place specific application traffic types into their proper queues. Low-Latency
Queuing and Class-Based Weighted Fair Queuing will be the queue management techniques utilized on
the outbound CPE and Access Router interfaces.

Sprint will accept IP Class Of Service requests from customers whose Cisco enterprise CPE router is
provisioned via T-1-based access links to a SprintLink Cisco 7507 or 7513 Gateway Router equipped
with, at a minimum, a 2nd Generation R5000 Versatile Interface Processor (VIP2-50) with a minimum of
128MB of main memory (SDRAM) and 4MB of Static RAM (SRAM).
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IP VPN Class of Service Configuration

Class of Service mechanisms for IP VPN customers are configured by using IP Precedence bits. IP
Precedence bits are the first three bits of the Type of Service (ToS) byte. The ToS byte is copied outside
the encrypted tunnel for prioritization purposes. Sprint follows Internet Engineering Task Force (IETF)
RFC791 specifications for use of the IP Precedence bits for packet prioritization.

Layer 3 header Encrypted IPSec Packet |

Version e offsetiTTL FCS |IP-SA|IP-DA|

Proto

Length R thel Len| 1

IP Preceden

o[1]2]s]4]s5]6]7]
Currently
unused

DiffServ Code
Points (DCSP)

The IP precedence bits are set by the customer and configured on the customer’s VPN device. Sprint will
map the IP precedence values into priority queues as follows. Since Sprint will not have visibility into the
encrypted packet, all customers must follow a defined IP precedence map which will be utilized during
the design phase for prioritization of encrypted traffic.

2.5.4.3 Offeror must describe the scalability of the proposed telecommunication services.

Offeror shall include descriptions of their methodologies on how the proposed
services address the following:

Sprint has established a presence domestically and globally to provide customers with:

Ubiguity — Offeror’s ability to provide services throughout the State.

Comply: Sprint ‘s local presence within the State of Hawaii for voice, data, and wireless services provide
customers with a complete portfolio of products and services covering all islands. Furthermore, the
physical and logical interfaces between Sprint and the local carriers have further expanded the ubiquity of
our service offerings and our ability to expand our reach. Our wireless services also provide data services
for small network connectivity and that can integrate with a private network design, which further expand
the reach of our public and private data services.

Interoperability — the ability to deliver services that interconnect and communicate
on open established standards.

Comply: Our products and services use protocols and interfaces that are either based on standards or
RFCs making them interoperable with open established standards.

Scalability — the ability to increase delivery of services in number and/or size in a
reasonable timeframe.

Comply: Sprint‘s network design and architecture is based on an internal 50% philosophy. Sprint’s
philosophy is that no network link is above 50% utilization. This philosophy allows Sprint to maintain a
scalable network even in the case of failure. The Sprint team consults with customers to provide a
solution that is flexible and that allows for future bandwidth upgrades and other services’ enhancements.
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Survivability — the ability to continue to operate or quickly restore services in the
face of unanticipated incidents or disasters.

Comply: Sprint’s IP network utilizes multiple logical adjacencies over physically diverse paths.
Essentially, there are multiple diverse paths between any two nodes on the backbone. These backbone
links travel over fiber physically diverse from other fiber paths. The IP Backbone actively run at less than
50% capacity and can reroute traffic. In the event of a fiber outage, only the adjacent router needs to be
updated via the diverse path(s), rather than re-converging the entire network. Quick routing updates mean
most outages will go completely unnoticed by our customers.

Additionally, in the event of a temporary outage of one or many network links, Sprint’s low network
utilization allows us to manage all customer routing requirements effectively. The IP backbone is
consistently maintained below 50% capacity with upgrades scheduled to ensure utilization levels do not
exceed this standard. The capacity available in the backbone ensures congestion-free service during
normal operations and provides failover bandwidth in the event of one or more link outages. All network
routers have at least two physical connections, redundant processors and redundant power supplies at all
sites. Batteries and diesel generators provide backup power. Equipment is installed in secure Sprint
facilities that are built to withstand natural disasters.
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All this will provide the SPO with:

Redundant common equipment in all access and backbone routers to guard against service
disruptions

Primary and backup paths from access to backbone routers, ensuring there is always a working
route for traffic

Primary and backup paths between all backbone nodes (i.e., WAN links) for even better
reliability

This equipment and link redundancy, efficient provisioning in the backbone, and load-balancing all
combine to avoid congestion and protect our customers against loss of service.

Page 29



Sprint RFP-12-006-SW

Backbone Routers

Backbone routers perform the bulk of routing and switching functions within the Sprint network. Sprint
uses Cisco 12000 series GSRs and CRS-1 series (CRS-1 applicable to MPLS only) backbone routers.
The GSRs feature line cards with individual CPUs, enabling the router to continue operating even if a
problem occurs on an individual line card. Previous routers relied on a central CPU, making the CPU a
single point of failure. By aggressively adopting GSRs and CSR-1s as our standard backbone routers,
Sprint can provide even greater network reliability to our customers.

Provider Edge (PE) Routers

Dedicated customer access to Sprint’s IP/”GMPLS backbone is available via multiple “local loop”
technologies. These access options are provided on all Provider Edge (PE) Routers (also referred to as
Gateway routers for DIA customers) where a given access technology is available. All PE Routers are
dual-homed to Backbone Routers to protect against service disruptions. Offering speeds from 56 kbps-10
Gbps, al GMPLS circuits are terminated by these PE Routers.

PE Routers, like Backbone Routers, feature multiple layers of redundancy to ensure maximum
availability. All Sprint Internet equipment is equipped with dual power supplies to reduce the likelihood
of outages due to power failures. Batteries and diesel generators provide further back-up service. Router
interface cards are “hot swappable” and may be removed or added during router operation without
disrupting overall router availability. All Sprint IP equipment is dual-provisioned so a failure on a circuit
or line card would not disrupt service, but instead, traffic would shift from the failed circuit to its adjacent
active circuit. Sprint also stocks online and on-site spares of equipment.

Survivability Throughout the Backbone

As shown below, the Intermediate System - Intermediate System (1S-1S) traffic engineering protocol
provides per-flow load sharing between dual paths. There are no single points of failure and automatic
failures are over within milliseconds.

2.5.4.4 Offeror must describe the resiliency of the proposed telecommunication services to
guarantee service level agreements in case of network outages or failures.

Comply: Sprint is a Tier 1 carrier providing services to other carriers. As a carrier’s carrier, Sprint
operates fully operational, Fully-Redundant Dual- NOCs in to different geographical locations
on the continental US (see section 2.5.4.3 for more information on network reliability). As Tier
1 carrier, Sprint provides Service Level Agreements which financially support SPO’s network
availability and performance guarantees. The State of Hawaii’s users who subscribe to Sprint IP
or MPLS services can view their network performance as compared to the Sprint Global network
with the Sprint Network web tool, Compass at www.sprint.net. (see section 2.9.1.5.4)

Sprint realizes that business depends on effective communications. That’s why Sprint provides
Transport SLASs for Installation, Availability, and Mean Time to Repair (“MTTR”) with every
contract on key data products. If Sprint fails to meet these metrics, an Eligible Customer may
receive Service Credits. If an Eligible Customer believes Sprint has failed to meet Service
Delivery Commitments, the Eligible Customer must contact its Sprint account representative in
writing within fifteen (15) business days after the end of the Measurement Period in order to be
eligible for the Service Credit.

Please see Sprint’s Dedicated IP SLAs provided in Appendix A.
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2.5.5.1 The State expects the Offeror to follow stringent security standards and commit to
the following:

o0 Current state-of-the-art security standards that is current within the industry
for the proposed services.

0 Security Administration.

0 Physical site security.

hysical Security

In addition to the technical and logical security measures taken on the NOC infrastructure additional
measures have been taken to physically secure the equipment from external access. These measures are:

The NOC is located in a secure room that requires code key access. Access is limited to NOC
personnel, NOC infrastructure maintenance and technical support resources.

The NOC is physically occupied by operations personnel around the clock.

The NOC server room is an additional secure room within the NOC. The server room also
requires card key access for a limited sub-set of NOC personnel, and has a full suite of
environment controls you would expect on a high-availability facility.

The Sprint corporate network is not connected to the NOC infrastructure, in any way. Sprint
Corporate resources are monitored from the NOC just like any of the other customers with the
same level of controls in place.

The center has a back-up generator that automatically engages in the event of power disruption.
The building is operated on a separate back-up generator. Both generators can maintain power to
the facility for more than three days without refueling.

A UPS system is deployed, which provides additional power support in emergencies.

Both the UPS and generator are tested weekly, with a monthly cutover to run completely on
backup power instead of building power.

2.5.5.2 Offeror shall describe its network infrastructures physical, logical and operation
levels of security.

The Sprint Network Management Platform is the central tool set used to monitor the SPO’s network,
maintain your data and present network reports to the Sprint web portal. Security features related to this
portion of the management infrastructure are as follows:

Network Operations Center (NOC) Equipment Configuration

The Sprint toolset is isolated from the outside world via firewalls and physical separation. For
example, your network management connection is via the distribution router and traverses a
firewall before access into the NOC.

Remote access is not permissible into the management infrastructure switches and routers.

Access to all NOC network infrastructures (console and Virtual Teletype/Terminal (VTY)) is
controlled by a TACACS+ server located in the NOC server room. TACACS+ provides
individual username/password combinations for all technicians. TACACS+ provides full
authentication, authorization and accounting controls.

The TACACs+ server is maintained in the secure server room, which is itself within the secure
NOC environment. Two separate (and different) card key authorization levels are required to
access the server room.
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The center uses a public address space for routing within the management center.

Individual LAN segments, within the center, are created using physically separate switches, as
opposed to VLANSs. This limits any risks with configuration errors in the maintenance and
expansion of the center.

2.5.5.3 Offer shall describe how its network infrastructure delivers reliable communication
and how it provides data security and integrity.

NOC Data Management

The customer data flows into the management center and is stored in the Remedy database. The data in
the Remedy database is managed as follows:

Customer data is partitioned at the customer level within the Remedy Database. Data associated
with a customer or set of customers is based on the Master Customer ID. This ID is used to
associate data with a particular customer.

Data is maintained in the Remedy database for a rolling 18-month basis. Sprint discards the data
after 18 months (automatically).

The Remedy database is backed up twice daily to ensure continuity in the event of system or
hardware failure.

Login and Passwords to the database are provided on an individual basis. The individual is then
assigned to a group that defines access to the data. This includes NOC personnel and level of
access is determined by job function.

The security is provided on a database, table, record and field level, ensuring authentication and
authorization is performed at all levels of data access.

Access to the Remedy database is limited to appropriate Sprint personnel through a Remedy Login and
password management system.

2.5.6 Interface Requirements

2.5.6.1 The telecommunication services provided by Offerors must interface with existing
State telecommunications systems in a transparent manner that does not
negatively impact State users or the existing network infrastructure.

Comply: Sprint supports all of the standard interfaces. In the case Sprint does not support an interface as
a standard service; a special customer arrangement will be processed to support a specific interface.

2.5.6.2 Offeror shall indicate what interface requirements are needed to support the
proposed telecommunication services.

Comply: Sprint supports all of the standard interfaces. In the case Sprint does not support an interface as
a standard service; a special customer arrangement will be processed to support a specific interface.

Standard interfaces include All of the ethernet interfaces (copper and fiber), T1, DS3, OC3, OC12, OC48,
& 0C192.

2.5.6.3 In cases where network wiring is required to complete a connection, the Offeror
shall provide such wiring.

Exception: Sprint will make every effort to accommodate SPO’s request. Costs may vary depending on
situation before and past the demarcation point. The Demarcation Point is an established location agreed
upon by the local access provider and STATE. Demarcation Point” means the point of interconnection
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between the local access provider’s telecommunications facilities and the terminal equipment, protective
apparatus or wiring at a STATE premise.

Access at STATE Premise. With the exception of some circumstances with Ethernet installations, for
Sprint-provided access, Sprint will provide the connection between the Sprint Point of Presence and the
Demarcation Point. STATE is responsible for the connection, i.e. cable or wire, between the Demarcation
Point and the STATE’s suite. For STATE-provided access, STATE is responsible for the access from
STATE’s premise to the Sprint Point of Presence or Sprint Point of Presence Serving Wire Center,
dependent on the access arrangement being purchased.

2.5.6.4 Offeror shall identify all network equipment that is not considered part of the
agreement in which the State will need to provide the equipment and support.

Comply

2.5.7 Offeror Responsibility
It is the Offeror’s responsibility to provide:
= Solution architecture
= Required telecommunication services
= Installation and provisioning of the telecommunication services
= Network connectivity
= Final Testing
= Management, maintenance and support services

Comply
2.6 NETWORK PERFORMANCE & SERVICE LEVELS

2.6.1 Circuit Parameters
Offeror shall describe its service level commitments for Annual Network Availability

Offeror shall provide equal or better Annual Network Availability than 99.99% (Percentage of time
that the service is operational.).

Comply: Please see Sprint’s Service Level Agreements provided in Appendix A.

2.7 TERMS
2.7.1 Multiple Terms

2.7.1.1 Services shall be available with multiple terms of 1 year, 3 year, and 5 year terms.

Comply
2.7.1.2 Larger discounts should be applied to longer terms.

Comply

2.8 BILLING
2.8.1 Start of Billing

2.8.1.1 Billing of all circuits must not begin until the circuit has been declared
operational by the customer.

Comply: Sprints circuits start billing the day the circuit is installed and Sprint tested clear.
Sprint’s IPM, Implementation Project Manager will work closely with customer to coordinate
circuit testing and customer acceptance on the same day.
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2.8.2 Monthly Invoices

2.8.2.1 The Offeror shall prepare monthly invoices as directed by State
departments, agencies, branches of government, and counties as stand
alone accounts or parent and child accounts. State departments usually
require separate billing by department, division, or branch.

Comply: Sprint has a flexible billing platform and will coordinate with the various State
department and agencies to meet their invoice requirements

2.8.2.2 The billing period must be from the first of the month to the end of the month
or a mutually agreeable period.

Comply
2.8.2.3 Billing for all services must be on a monthly basis with bills rendered
within 15 days after the end of the billing period.

Comply
2.8.2.4 The Offeror shall prepare monthly invoices in two (2) copies for each billing
account.

Exception: Sprint will provide the first copy free of charge. Additional printed copies can be provided
for a $5 charge per copy. On-line statements are available at no charge.

2.8.2.5 All monthly invoices must at a minimum identify the customer being billed,
billing address, billing phone number, billing account number, billing
circuit number, the type of service being billed, regulatory
taxes/fees/charges, and the amount billed.

Exception: While Sprint makes every effort to comply, our billing system does not currently
provide the location billing number on the invoice

2.8.2.6 Invoices shall be simple in format and easy for the customer to understand.
If the Offeror uses company or industry specific wording (for example
Universal Service Order Codes) on invoices, the Offeror shall provide
definitions of the entries either on the monthly detailed invoice or on a
separate document that defines the entries. Also, the use of codes in place
of product descriptions will not be acceptable.

Comply: Sprint recognizes the importance of providing accurate, timely and easy-to read invoices for all
products and services. In addition, Sprint realizes there may be a need for supplemental management
reporting tools to assist the SPO in decision support, analysis of expenditures and allocation of costs. To
address these areas of critical importance Sprint has developed a proactive process for the implementation
of new contractual pricing, including consultative support for the design of the billing hierarchy,
optimizing supplemental reporting and recommendation of the best electronic media services to meet
your unique needs and requirements.

Sprint will assign a Business and Reporting Analyst (B&RA) to partner with the SPO and Sprint Sales
Account Team on billing implementation and setup to ensure invoice accuracy. The B&RA will consult
with key the SPO contacts to understand your telecom billing and reporting requirements and make
appropriate recommendations for the optimal billing hierarchy, account structure, reports and billing
media designed specifically for the SPO. As an existing customer, the B&RA will also review your
existing services for contractual compliance to identify and correct potential billing errors prior to invoice
run. Other services provided by your B&RA during implementation are:

Act as Billing Subject Matter Expert during Contract Implementation
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Matrix manage billing implementation activities across organizations

Identify existing services which do not meet contractual requirements prior to invoice run
Review billing instructions for contractual compliance

Gather billing requirements and provide hierarchy design

Provide direction on requirements for new orders that meet customer requirements and
contractual billing compliance

Provide direction on service migrations to ensure future contractual billing compliance
Matrix manage service conversions and/or consolidations during contract implementation

These activities are designed to ensure the new Custom Service Agreement/Master Service Agreement
contract with Sprint is implemented on time and with no errors.

2.8.3 Late Payment Charge

Contractors are reminded that the State, from the date of receipt of an invoice (not the date
billed or mailed), has 30 calendar days to process and pay the bill without a late charge by
State law (Hawaii Revised Statutes 8103-10). The Contractor must not send out late
payment letters or assess late charges until the 30 days has passed.

Exception: Proposal verbiage - Contractors are reminded that the State, from the date of receipt of an
invoice (not the date billed or mailed), has 30 calendar days to process and pay the bill without a late
charge by State law” to “the State, from the date of receipt of an invoice, has 45 days to process and pay
the bill without a late charge.

2.8.4 Education Discount
The Offeror shall participate in the FCC e-Rate discount program for schools and libraries.

It is anticipated that some services obtained under this procurement may be eligible for E-
rate discounts which the Hawaii Department of Education (DOE) intends to apply for.
Under the program, providers receive the full amount they contract for, however payment
for the eligible goods and services is split between the DOE and the Universal Service
Fund (USF).

The Offeror shall refer to the Eligible Services List (FCC Docket No. 96- 45) at the Schools
and Libraries website at www.usac.org/sl. The Offeror is responsible for ensuring that all
submissions are on the Eligible Services List, or if not, are so noted and priced separately.

Sprint has 14 years of experience participating and supporting all USF Programs. Sprint has a dedicated
division and their primary focus is managing the end-to-end processes and documentation flow for E-Rate
funded customers.

Sprint has four (4) assigned dedicated E-Rate specialists, three (3) Segment Field Specialist as well as a
focused Legal and Regulatory Teams. Christina Halley is Sprint’s primary E-Rate point of contact. Ms.
Halley’s contact number and the Sprint E-Rate Helpline are listed below.

Christina Halley, E-Rate Division E-Rate Helpline - 1-866-414-3225
christina.halley@sprint.com E-rate Fax — 1-866-497-8675
12524 Sunrise Valley Drive
Reston, VA 20196-3438
Desk Phone - 703-689-5533
Mobile -301-343-0794
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2.8.4.1 Any Offeror wishing to provide E-rate qualifying services to the DOE shall:

= Possess a Service Provider Identification Number and provide it with the bid proposal.
Call the Schools and Libraries Division at 888-203- 8100 for additional information.

E-Rate SPIN Numbers:

Type of Service Company Name Services are Provided SPIN
Number
Wireline Services Sprint Communications Company L.P. Nationwide 143005695

For more detailed eligibility list, please visit the reference section at:
http://www.universalservice.org/sl/

Call the SLD Help Desk — 1-888-203-8100

Visit the Sprint Education website at www.sprint.com/k12/erate

= Agree that the DOE's portion of the contract is subject to the availability of the
discount to the DOE schools on a year-by-year basis.

Comply

= Agree to invoice the Schools and Libraries Corporation for the discount amount using
the SLD approved forms and procedures.

Comply
= Agreeto invoice the DOE only for the after-discount amount.
Comply

= Agree to assist the DOE in resolving any administrative issues that arise from the USF
program.
Comply
= Agree that the order may be canceled, at the DOE's option, if the DOE does not receive
the anticipated discounts.
Comply
= Not assess additional surcharges related to e-Rate processing for non-DOE agencies.

Comply

2.9 CUSTOMER SERVICE
2.9.1 Network Support

2.9.1.1 Offeror must have a full-time network operations center, preferably located in the
State of Hawaii, who are ready to take trouble and technical assistance phone calls
24 hours a day, 7 days per week, as the State has workers on shifts, flex time, and
overtime who may report a problem. Prompt response to problems is required.

Comply: The Sprint network is managed by several management and control centers located in
geographically diverse locations throughout the U.S. and internationally. In addition, there are back-up
facilities for each control center.
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Locations and Staffing

The IP Services team has five Network Operations Centers (NOCs) based on the service and the problem.
The NOC for the IP network core is located in Overland Park, Kansas. There are four other control
centers supporting network edge services located in Reston VA, Atlanta GA, Maitland FL, and India.

The IP Core NOC, the Sprint organization responsible for monitoring the backbone of Sprint’s IP
network, is staffed 24x7x365 by 18 NOC technicians averaging over 6 years of IP experience each and
two supervisors (all Sprint employees). Each of the NOC technicians are at least CCNA certified with
several holding advanced certifications. Overall, Sprint IP NOC technicians hold over 300 certifications
from Cisco, Juniper, and other organizations. Additionally, each NOC technician undergoes rigorous and
extensive training prior to having access to network elements.

Controls at other locations are staffed 24x7x365 with similarly qualified technicians and supervisors.

NOC Activities
The various centers manage and control the Sprint network as f